
# Įvadas

2017 m. kovo 29 d. Jungtinė Karalystė pranešė apie savo ketinimą išstoti iš Sąjungos. Komisija toliau laikosi nuomonės, kad geriausia išeitis yra tvarkingas Jungtinės Karalystės išstojimas iš Sąjungos remiantis Susitarimu dėl išstojimo, kuriam pritarė Jungtinės Karalystės Vyriausybė ir kurį 2018 m. lapkričio 25 d. patvirtino Europos Vadovų Taryba (50 straipsnis). Komisija ir toliau daugiausia pastangų deda tam, kad tas tikslas būtų pasiektas. Vis dėlto, likus dviem dienoms iki 2019 m. balandžio 12 d. – Europos Vadovų Tarybos pratęsto termino[[1]](#footnote-1) pabaigos, gerokai padidėjo netvarkingo Jungtinės Karalystės išstojimo iš Sąjungos tikimybė.

# Duomenų perdavimas Jungtinei Karalystei išstojimo be susitarimo atveju

Sąjungoje galioja išsamus taisyklių, reglamentuojančių asmens duomenų perdavimą trečiosioms šalims, rinkinys – juo bus vadovaujamasi perduodant duomenis Jungtinei Karalystei pasitvirtinus išstojimo be susitarimo scenarijui. Šios taisyklės visų pirma nustatytos Bendrajame duomenų apsaugos reglamente[[2]](#footnote-2) ir Teisėsaugos direktyvoje[[3]](#footnote-3). Šiame pranešime daugiausia dėmesio skiriama Bendrajame duomenų apsaugos reglamente numatytoms priemonėms.

Kaip nurodyta Komisijos [2018 m. lapkričio 13 d, komunikate dėl pasirengimo „Brexit’ui“](https://ec.europa.eu/info/publications/communication-preparing-withdrawal-united-kingdom-european-union-30-march-2019-contingency-action-plan-13-11-2018_en), Komisija mano, kad dabartinių keitimosi duomenimis priemonių pakanka, kad išstojimo be susitarimo atveju būtų galima patenkinti neatidėliotinus duomenų perdavimo Jungtinei Karalystei poreikius. Tai tos pačios priemonės, kuriomis jau naudojamasi perduodant duomenis visoms pasaulio šalims, išskyrus trylika trečiųjų šalių arba teritorijų, kurioms (iš dalies) taikomas sprendimas dėl tinkamumo[[4]](#footnote-4). Atsižvelgdama į tai, Komisija nepriėmė nenumatytų atvejų priemonės, kuri būtų skirta šiai sričiai, ir šiuo etapu neketina Jungtinės Karalystės atžvilgiu priimti sprendimo dėl tinkamumo.

Bendrojo duomenų apsaugos reglamento V skyriaus nuostatomis numatytas platus duomenų perdavimo trečiosioms šalims priemonių rinkinys, skirtas tiek valdžios institucijoms, tiek privatiems subjektams, kaip antai:

* **Standartinės sutarčių sąlygos**. Komisija patvirtino tris standartinių sutarčių sąlygų rinkinius, kuriais perduodami duomenis trečiosioms šalims gali tiesiogiai remtis ūkio subjektai. Šias standartines sąlygas galima rasti Komisijos tinklalapyje[[5]](#footnote-5).
* **Įmonėms privalomos taisyklės**. Tai kompetentingos duomenų apsaugos institucijos patvirtintos teisiškai privalomos duomenų apsaugos taisyklės, kurios taikomos įmonių grupėje.
* **Elgesio kodeksai ir sertifikavimo mechanizmai.** Šiomis priemonėmis galima užtikrinti tinkamą asmens duomenų perdavimo apsaugą, jeigu pagal tas priemones numatyti trečiosios šalies organizacijai privalomi vykdytini įsipareigojimai, be kita ko, susiję su asmenų teisėmis.
* **Nukrypti leidžiančios nuostatos,** t. y. teisės aktais nustatyti duomenų perdavimo pagrindai, pvz., sutikimas, sutarties vykdymas, teisinių reikalavimų vykdymas arba svarbios viešojo intereso priežastys (išsamesnė informacija apie nukrypti leidžiančias nuostatas pateikiama 3 skirsnyje).

Daugiau informacijos galima rasti pranešime apie pasirengimą „Brexit’ui“, susijusiame su asmens duomenų apsauga[[6]](#footnote-6), ir Europos duomenų apsaugos valdybos paskelbtame informaciniame pranešime dėl duomenų perdavimo pagal Bendrąjį duomenų apsaugos reglamentą įvykus „Brexit’ui“ be susitarimo[[7]](#footnote-7).

# Praktinės priemonės, kurių turėtų imtis ES duomenų eksportuotojai (įmonės ir valdžios institucijos), kad užtikrintų nuolatinę atitiktį ES taisyklėms

Duomenų eksportuotojai turėtų naudotis priemonėmis, kurias jie laiko tinkamiausiomis individualiam duomenų perdavimui Jungtinei Karalystei atlikti.

Prieš perduodami duomenis Jungtinei Karalystei, jie turėtų:

1. Nustatyti, kokią duomenų tvarkymo veiklą vykdant reikės perduoti asmens duomenis Jungtinei Karalystei;
2. Nustatyti konkrečiai situacijai tinkamą duomenų perdavimo priemonę;
3. Iki išstojimo dienos įdiegti pasirinktą duomenų perdavimo priemonę;
4. Vidaus dokumentuose nurodyti, kad bus atliekamas perdavimas Jungtinei Karalystei;
5. Jei būtina, atitinkamai atnaujinti pranešimą apie privatumo apsaugą, kad asmenys būtų informuoti.

*Duomenų perdavimas remiantis nukrypti leidžiančiomis nuostatomis*

Kiek tai susiję duomenų perdavimu Jungtinei Karalystei vadovaujantis nukrypti leidžiančiomis nuostatomis*[[8]](#footnote-8)*, duomenų valdytojai turėtų būti informuoti, kad tos nuostatos yra taisyklės taikyti tinkamas apsaugos priemones išimtis. Todėl šios nuostatos turėtų būti aiškinamos siaurai ir daugiausia būti taikomos nereguliariai ir nepasikartojančiai duomenų tvarkymo veiklai.

Šios nukrypti leidžiančios nuostatos taikomos, *inter alia*, tokiais atvejais:

* kai asmuo aiškiai sutiko su siūlomu duomenų perdavimu po to, kai buvo tinkamai informuotas apie galimus tokio perdavimo pavojus;
* kai duomenų perdavimas yra būtinas asmens ir duomenų valdytojo sutarčiai vykdyti ar sudaryti arba sutartis sudaryta asmens interesais;
* kai duomenų perdavimas yra būtinas dėl svarbių viešojo intereso priežasčių, pavyzdžiui, tarptautinio keitimosi duomenimis tarp kompetentingų socialinės apsaugos tarnybų atveju[[9]](#footnote-9);
* kai duomenų perdavimas būtinas dėl įtikinamų organizacijos ginamų teisėtų interesų, kai nėra už juos viršesnių asmens interesų. Kai organizacija remiasi šia nukrypti leidžiančia nuostata, ji privalo nustatyti tinkamas su asmens duomenų apsauga susijusias apsaugos priemones.

Daugiau nurodymų ir paaiškinimų dėl nukrypti leidžiančių nuostatų ir jų taikymo pateikta Europos duomenų apsaugos valdybos gairėse dėl nukrypti leidžiančių nuostatų pagal 49 straipsnį[[10]](#footnote-10).

*Tik valdžios institucijoms arba įstaigoms skirtos priemonės*

Valstybių narių valdžios institucijos gali naudotis ir teisiškai neprivalomais administraciniais susitarimais, pvz., susitarimo memorandumais[[11]](#footnote-11). Europos duomenų apsaugos valdybai pateikus nuomonę, tokie administraciniai susitarimai gali būti sudaromi gavus kompetentingos nacionalinės duomenų apsaugos institucijos leidimą.

Remiantis Teisėsaugos direktyva, baudžiamosios teisės teisėsaugos institucijos (pvz., policija, prokuratūra) gali perduoti asmens duomenis JK valdžios institucijoms, jeigu tos teisėsaugos institucijos įvertino visas su duomenų perdavimu susijusias aplinkybes ir padarė išvadą, kad nustatytos tinkamos su duomenų apsauga susijusios apsaugos priemonės[[12]](#footnote-12). Europolo reglamente[[13]](#footnote-13) ir Keleivio duomenų įrašo direktyvoje[[14]](#footnote-14) nustatytos konkrečios nuostatos dėl atitinkamai Europolo ir valstybių narių atsakingų institucijų atliekamo asmens duomenų perdavimo trečiųjų šalių institucijoms.

*Komercinės veiklos vykdytojų atliekamas duomenų perdavimas Jungtinei Karalystei*

Privačioms įmonėms skirtos duomenų perdavimo trečiosioms šalims priemonės valstybių narių ir Jungtinės Karalystės ūkio subjektams turėtų būti gerai žinomos, nes perduodami asmens duomenims trečiosioms šalims šiomis priemonėmis jie naudojasi jau dabar. Be to, ne taip seniai, 2018 m. gegužės mėn. pradėjus taikyti naująjį duomenų apsaugos teisės aktą, suinteresuotosioms šalims taip pat buvo teikiama informacija apie tokių duomenų perdavimo priemonių taikymą. Tačiau valstybės narės raginamos užtikrinti, kad su tomis priemonėmis susipažintų įmonės, kurios nėra susidūrusios su duomenų perdavimo trečiosioms šalims tvarka, pvz., mažosios ir vidutinės įmonės, kurios iki šiol veikė tik valstybėse narėse.

*Nuolatinė parama valstybėms narėms*

Komisija, visų pirma Teisingumo ir vartotojų reikalų generalinis direktoratas, bendradarbiauja su suinteresuotaisiais subjektais ir duomenų apsaugos institucijomis, kad būtų kuo geriau išnaudojamas Bendrajame duomenų apsaugos reglamente nustatytas duomenų perdavimo priemonių rinkinys, ir yra pasirengusi padėti valstybėms narėms taikyti turimas priemones. Be to, siekdama remti Bendrojo duomenų apsaugos reglamento taikymą Komisija įsteigė suinteresuotųjų subjektų ekspertų grupę, kurią sudaro pramonės, pilietinės visuomenės ir akademinės bendruomenės atstovai. Galiausiai, dėl tikslesnės informacijos apie duomenų perdavimo priemonių taikymą suinteresuotieji subjektai gali kreiptis į savo nacionalines duomenų apsaugos institucijas.

# Papildoma informacija

Daugiau informacijos apie netvarkingo Jungtinės Karalystės išstojimo poveikį duomenų apsaugai valdžios institucijos ir suinteresuotieji subjektai gali rasti Komisijos interneto svetainėje

<https://ec.europa.eu/info/brexit/brexit-preparedness/preparedness-notices_lt>
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