Table of Contents

[1. Introduction 4](#_Toc137736178)

[2. Focus on key measures at EU level 4](#_Toc137736179)

[2.1. Financial Regulation recast 5](#_Toc137736180)

[2.2. Implementation of national recovery and resilience plans 6](#_Toc137736181)

[2.3. Transposition of the PIF Directive – state of play 6](#_Toc137736182)

[2.4. Revision of the action plan accompanying the Commission anti-fraud strategy 7](#_Toc137736183)

[2.5. The Union anti-fraud programme 7](#_Toc137736184)

[2.6. EU programmes concerning Customs and Taxation 8](#_Toc137736185)

[2.6.1. Fiscalis programme 8](#_Toc137736186)

[2.6.2. Customs programme 8](#_Toc137736187)

[2.6.3. The Customs Control Equipment Instrument programme 8](#_Toc137736188)

[2.7. The European Parliament’s resolution on the 2021 PIF Report 9](#_Toc137736189)

[2.8. Other initiatives 10](#_Toc137736190)

[2.8.1. Anti-fraud clauses in international agreements 10](#_Toc137736191)

[2.8.2. 2nd Action Plan to fight the illicit tobacco trade 10](#_Toc137736192)

[2.8.3. Anti-money laundering and counter-terrorist financing 10](#_Toc137736193)

[3. Member States’ measures to protect the EU’s financial interests 10](#_Toc137736194)

[3.1. National anti-fraud strategies 10](#_Toc137736195)

[3.2. Anti-fraud measures adopted at national level 11](#_Toc137736196)

[3.3. Implementation of the 2021 Commission recommendations to Member States 14](#_Toc137736197)

[4. Combatting irregularities, fraud, corruption and conflict of interests detrimental to the EU budget 15](#_Toc137736198)

[4.1. General overview 15](#_Toc137736199)

[4.1.1. Investigations by the OLAF 16](#_Toc137736200)

[4.1.2. Investigations by the EPPO 16](#_Toc137736201)

[4.2. Revenue – Traditional own resources 17](#_Toc137736202)

[4.3. Expenditure 18](#_Toc137736203)

[4.3.1. Agriculture 18](#_Toc137736204)

[4.3.2. Cohesion policy 20](#_Toc137736205)

[4.3.3. Other budgetary areas 21](#_Toc137736206)

[4.4. Organised crime, corruption and conflicts of interest 21](#_Toc137736207)

[5. Conclusions and recommendations 22](#_Toc137736208)

[5.1. Understanding fraud in order to fight it more efficiently 22](#_Toc137736209)

[5.2. Innovating in the fight against fraud: the case for digitalisation 23](#_Toc137736210)

[5.3. Strengthening Anti-fraud governance 23](#_Toc137736211)

**EXECUTIVE SUMMARY**

In line with the obligation laid down in Article 325(5) of the Treaty on the Functioning of the European Union (TFEU), each year the Commission, in cooperation with the EU Member States, submits a report to the European Parliament (EP) and the Council on the measures taken in implementation of that Article (known as the PIF Report). On the basis of that report, the European Parliament adopts its annual motion for a resolution on the protection of the EU’s financial interests and the fight against fraud.

The 2022 PIF Report highlights measures at EU and national level aimed at strengthening the protection of the Union’s financial interests.

The implementation of the national recovery and resilience plans is now in full swing and the Commission has undertaken several actions to ensure that they are implemented correctly. In particular, system audits focusing on the protection of the EU’s financial interests are ongoing, highlighting good practices and identifying weaknesses that need to be corrected.

The Union’s anti-fraud programme is in its second year of implementation, financing initiatives throughout the EU to strengthen the fight against fraud and supporting the maintenance and development of IT tools supporting administrative assistance in customs and the reporting of irregularities.

The proposed recast of the Financial Regulation focuses on increasing transparency in the use of EU funds and enhancing digitalisation in the fight against fraud affecting them. Digitalisation of the fight against fraud is also one of the focuses of the revision of the action plan accompanying the Commission’s anti-fraud strategy launched in 2022.

Member States have adopted corrective measures following the Commission’s infringement procedures launched in relation to incorrect transposition of the PIF Directive. Most of those actions are expected to be completed in the coming months.

24 Member States have a strategy in place to increase the protection of the EU’s financial interests or are in the process of finalising one. These strategies vary in terms of scope and focus, but the most common approach is to adopt a national anti-fraud strategy (NAFS).

Member States have also largely followed the Commission’s recommendations to strengthen risk analysis and to increase digitalisation in fighting fraud.

In relation to investigations into fraud, corruption, conflicts of interest and other irregularities affecting the EU’s financial interests, the European Anti-Fraud Office and the Eeuropean Public Prosecutor’s Office play a significant role in the EU’s overall anti-fraud architecture. Numbers of irregularities, fraudulent and non-fraudulent, reported by the Member States in customs and shared management showed a slight increase compared to 2021, while their financial impact decreased. The report highlights the major areas at risk in relation to customs, agriculture and cohesion policy, based on the analysis of that data.

Detection and reporting of suspected fraud can still be significantly improved, as can their follow-up. There are still notable differences between Member States. Member States with low incidence of fraud should invest in fraud risk analysis to assess to what extent low detection is due to a real low level of fraud or to systemic weaknesses in the detection or reporting systems.

Digitalisation of the fight against fraud needs to be at the heart of anti-fraud strategies. It represents both a resource and a threat, as fraudsters are also increasingly using and exploiting new technologies to commit their crimes. Member States should ensure that the digitalisation of the fight against fraud is a part of their NAFS. The Commission reiterates its recommendations to the Member States which have not adopted a NAFS yet to do so.

**LIST OF ABBREVIATIONS**

|  |  |
| --- | --- |
| AFCOS | Anti-Fraud Coordination Service |
| AFIS | Anti-Fraud Information System |
| AMIF | Asylum Migration and Integration Fund |
| AML | Anti-Money Laundering |
| BOI | Binding Origin Information |
| CAFS | Commission Anti-Fraud Strategy |
| CAP | Common Agricultural Policy |
| CCEI | Customs Control Equipment Instrument programme |
| CRMS | Common Customs Risk Management System |
| EDES | Early Detection and Exclusion System |
| EP | European Parliament |
| EPPO | European Public Prosecutor's Office |
| ESIF | European Structural and Investment Funds |
| EU | European Union |
| FEAD | Fund for European Aid to the Most Deprived |
| FR | Financial Regulation |
| GDP | Gross Domestic Product |
| IMS | Irregularity Management System |
| IPA | Instrument for Pre-Accession |
| JCO | Joint Customs Operation |
| MAA | Mutual Administrative Assistance |
| MFF | Multiannual Financial Framework |
| NAFS | National Anti-Fraud Strategies |
| OLAF | European Anti-Fraud Office |
| PIF | Protection of financial interests |
| RRF | Recovery and Resilience Facility |
| RTD&I | Research, Technological Development and Innovation |
| TEN | Trans-European Network |
| TFEU | Treaty on the Functioning of the European Union  |
| TOR | Traditional Own Resources |
| UAFP | Union Anti-Fraud Programme |
| VAT | Value Added Tax |

# Introduction

The EU’s 2022 budget amounts to some EUR 170.6 billion, representing around 1% of the EU’s gross domestic product (GDP). The 2021-2027 multiannual financial framework amounts to EUR 1,074.3 billion. Additional resources come from Next Generation EU, the EU’s post-Covid economic recovery package, which provides for EUR 750 billion to be spent between 2021 and 2026.

By means of these resources, the EU finances its policies and promotes its aims and values.

The EU Member States manage the largest share of EU expenditure and collect traditional own resources (TOR), mainly customs duties.

In accordance with [Article 325](https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A12016E325) of the Treaty on the functioning of the EU (TFEU), the EU and its Member States counter fraud and any other illegal activities affecting the EU’s financial interests[[1]](#footnote-1). In line with Article 325(5) TFEU, each year the Commission, in cooperation with the EU Member States, submits a report to the European Parliament (EP) and the Council on the measures taken in implementation of that Article. This report, also known as the PIF (protection of the EU’s financial interests) Report, meets that obligation for 2022. It is accompanied by five working documents[[2]](#footnote-2).

Box 1: Methodological approach

All applicable definitions are indicated in boxes 1, 2 and 3 of the [PIF Report 2021](https://anti-fraud.ec.europa.eu/system/files/2022-09/pif-report-2021_en_0.pdf).

The 2022 PIF Report focuses on key initiatives at EU and national level. The digital version provides additional information through hyperlinks and in-built additional content.

Section 2 of the report focuses on measures at EU level, while Section 3 covers the measures taken at national level. Section 4 presents data and the main analytical findings concerning the fight against fraud, corruption, conflicts of interest and other irregularities affecting the EU budget. Section 5 closes the report with conclusions and recommendations.

# Focus on key measures at EU level

This section of the report focuses on the main developments concerning key policy and legislative initiatives at EU level to protect the EU’s financial interests. It is not an exhaustive list.

## Financial Regulation recast

The main reason for the revision of the Financial Regulation (FR)[[3]](#footnote-3) is to align it with the Multi-annual Financial Framework (MFF) package, ensuring that all general financial rules are included in a single rulebook, thus providing greater legal certainty for EU institutions and recipients of funds. As regards the protection of the EU’s financial interests, by means of the targeted amendment of the FR, the Commission intends to further improve: (i) the way information is provided to the public regarding how the EU budget is used and who receives EU funding; and (ii) the protection of the EU budget against irregularities, fraud, corruption and conflicts of interest.

In relation to the first objective, the proposal requires Member States and other bodies implementing the EU budget, under all forms of management, to provide the Commission with information regarding the recipients of EU funding once per year, including unique identifiers where recipients are legal persons. To that information the Commission would add the information available regarding direct management and would be responsible for consolidating, centralising and publishing the information in a database on a single website, an improved version of the **Financial Transparency System**, covering all forms of management. The rights of beneficiaries in terms of their private lives and personal data will continue to be protected[[4]](#footnote-4).

The second objective will be pursued in a three-fold manner. First, the Commission proposes to make the **use of a single integrated IT system** for data-mining and risk-scoring **compulsory**. Second, the Commission also proposes to **increase the scope and effectiveness of the Early Detection and Exclusion System** (EDES)[[5]](#footnote-5), strengthening it by better targeting its application to funds under both shared management and direct management (for instance under the Recovery and Resilience Facility). The Commission also proposes to allow the exclusion of affiliated entities and/or beneficial owners of a primary excluded entity from bidding for public contracts and ultimately from obtaining EU funds. The refusal to cooperate in investigations, checks or audits carried out by an authorising officer, the European Anti-Fraud Office (OLAF), the European Public Prosecutor’s Office (EPPO) or the Court of Auditors, and the incitement to hatred or discrimination are added as grounds for exclusion. Third, the proposed amendments to the Financial Regulation, if endorsed by the co-legislator, will **increase the efficiency and quality of controls and audits with the help of digitalisation and emerging technologies** such as machine learning, robotic process automation and artificial intelligence. Digitalising the fight against fraud is also a topic for the revision of the action plan accompanying the Commission Anti-Fraud Strategy (CAFS) undertaken in 2023[[6]](#footnote-6).

## Implementation of national recovery and resilience plans

The Recovery and Resilience Facility (RRF) supports the implementation of the reforms and investments indicated in national recovery and resilience plans. The RRF Regulation requires that Member States take all appropriate measures to protect the financial interests of the Union and to ensure that the use of funds complies with applicable EU and national laws. Member States are therefore obliged to put in place effective and efficient control systems and to ensure compliance with all relevant national and European legislation, including procurement and state aid rules. Member States have the responsibility in ensuring that these resources are protected from fraud, corruption, conflict of interests (defined as ‘serious irregularities’) and double funding[[7]](#footnote-7).

The Commission has assessed these control systems prior to the approval of the plans and subsequently carries out system audits[[8]](#footnote-8).

The Commission’s audit strategy provides for these system audits of all Member States’ management and control systems. In 2022, the Commission carried out 16 system audits targeted on the protection of the EU’s financial interests[[9]](#footnote-9).

These system audits cover the 16 coordinating bodies and 48 implementing bodies, such as ministries and agencies. By the end of 2023, all Member States will have been audited at least once. 5 audit assignments took place during the first quarter of 2023. The audited bodies were selected on the basis of a risk assessment.

Based on the current audit work, the Commission has identified variations in the way the different implementing and coordinating bodies audited implement internal control systems.

The RRF audits identified good practices among some implementing bodies, such as risk assessment as regards sensitive staff, procedures for detecting possible fraud and corruption, notably the use of data mining tools, procedures for detecting possible conflicts of interest, and procedures for verifying possible double funding before the grant award decision.

The main issues encountered concern a lack of sufficient coordination/supervision by coordinating bodies, incomplete anti-fraud strategies, missing elements in fraud risk assessments, a need for improvement of ex-ante controls aimed at preventing conflicts of interest, low participation in training activities intended to raise awareness of fraud, and deficiencies in the reporting of irregularities to OLAF for possible investigation. The Commission is issuing recommendations and the Member States have agreed to deadlines for implementation to resolve those issues.

## Transposition of the PIF Directive – state of play

On 5 July 2017, Directive (EU) 2017/1371 on the fight against fraud to the Union’s financial interest by means of criminal law (PIF Directive)[[10]](#footnote-10) was adopted. The deadline for transposing the Directive expired on 6 July 2019. The Commission took action to address outstanding compliance issues in certain Member States[[11]](#footnote-11).

By the end of 2022[[12]](#footnote-12), an infringement procedures for incorrect transposition of the Directive was launched against 18 Member States.

Alongside Czechia, whose infringement procedure was closed in 2022, many of these countries expected to be in full compliance with the PIF Directive in the coming months.

## Revision of the action plan accompanying the Commission anti-fraud strategy

The current CAFS, adopted in 2019, seeks to further improve the prevention, detection and sanctioning of fraud, and provides a framework for the Commission’s ongoing efforts to decrease the level of fraud against the EU budget. It is accompanied by an action plan with 63 actions addressed to the Commission, of which 60 had been completed by the end of 2022 (or, when they are of a continuous nature, are ongoing). To ensure sustained anti-fraud efforts on the part of the Commission and address new challenges, OLAF began preparations for a revision of the action plan in 2022.

## The Union anti-fraud programme

The Union Anti-Fraud Programme (UAFP), with a budget of EUR 181 million for the period 2021-2027, provides financial support for the protection by the Member States of the EU’s financial interests; for the organisation of mutual administrative assistance and cooperation in customs and agricultural matters (AFIS component); and for the development and maintenance of the Irregularity Management System (IMS) for the reporting of irregularities by Member States.

The 2022 Financing Decision allocated EUR 15.4 million to the Hercule component, EUR 9 million for the AFIS component and about EUR 1 million for the IMS component. The available funds were successfully implemented in 2022, using the various financing instruments available:

* Two calls for proposals were published and evaluated, with 38 grants awarded to Member States’ authorities, universities and research institutes;
* The programme also funded various activities to benefit the Member States authorities, such as specialised forensic and analyst training and access to commercial databases;
* Administrative arrangements have been concluded with the Joint Research Centre, providing specialised analytical support for research into new methods for identifying potential customs fraud and, as appropriate, developing associated IT tools for Member States’ authorities (e.g. automated monitoring tool, container movement analytics, and tobacco analyses).

## EU programmes concerning Customs and Taxation

### Fiscalis programme

The Fiscalis programme aims to support tax authorities to enhance the functioning of the internal market, foster competitiveness, fight tax fraud, tax evasion and tax avoidance and improve tax collection, thus helping to protect the financial interests of Member States and taxpayers. The programme supports the relevant authorities to implement EU law in the field of taxation by ensuring exchange of information, supporting administrative cooperation and helping to reduce the administrative burden of tax authorities and compliance costs for taxpayers when needed.

In 2022 the Fiscalis programme continued its activities in the field of taxation, including as regards digital transition. For example, the programme funded activities that support the automatic exchange of information, enabling tax administrations to strengthen their capacity of tackling tax fraud, tax evasion and aggressive tax planning.

### Customs programme

The EU Customs programme supports the development and operation of the central IT systems for customs in the European Union. The programme aims to protect the financial and economic interests of the EU and its Member States,

In 2022, the Customs programme continued its activities in line with the policy priorities of the Union, in particular as regards the digital and green transition, and with a view to supporting the smooth functioning of the customs union. Notably, in terms of IT systems, in 2022 the Customs Risk Management System 2 (CRMS) started to operate, allowing a real-time exchange of risk-related information between Member States’ customs administrations, enabling major improvements in the sharing of risk information and communication between experts of the Member States dealing with risks and risk management.

### The Customs Control Equipment Instrument programme

The Customs Control Equipment Instrument programme (CCEI) supports the purchasing, maintenance and upgrading of customs control equipment for non-intrusive inspection, identification of hidden objects on humans, radiation detection, nuclide identification, analysis of samples in laboratories, sampling and field analysis of samples, along with handheld search tools and other types of innovative non-intrusive detection technology equipment.

In 2022, grants signed under the first CCEI Multi-Annual Work Programme committed EUR 273.5 million of EU funding to co-finance the purchase, maintenance, and upgrade of state-of-the-art customs control equipment in border crossing points and customs laboratories across the Union.

## The European Parliament’s resolution on the 2021 PIF Report

On 19 January 2023 the European Parliament adopted its resolution on the protection of the EU’s financial interests for the year 2021[[13]](#footnote-13).

The Resolution welcomed the Commission's efforts on the protection of the EU’s financial interests and recommended further action in a variety of fields related to the fight against fraud. The resolution noted that Parliament should play a significant role in the governance of the RRF and called for enhanced digitalisation, interoperability of data systems and harmonisation of monitoring and reporting in the EU. Parliament highlighted major threats to the EU budget, such as cross-border organised crime and corruption. It also asked the Commission to present a proposal to set up an inter-institutional ethics body, strengthen its internal control mechanisms and introduce a ‘cooling-off period’ to tackle the ‘revolving door’ phenomenon. Parliament emphasised the role of OLAF, the EPPO, Eurojust and Europol in the fight against fraud and corruption and reiterated its call for them to be ensured adequate resources. Parliament asked the Commission to take the necessary steps to ensure the effective transposition of the PIF Directive, Directive (EU) 2018/843 (‘5th Anti-Money Laundering Directive’)[[14]](#footnote-14) and Directive (EU) 2019/1937 (‘Whistleblower Directive’)[[15]](#footnote-15). Parliament stressed that funds spent in non-EU countries should be better controlled.

Snapshot 1 - Commission’s response to the EP resolution

The Commission has already taken action in several areas covered by the resolution. The proposed recast of the Financial Regulation[[16]](#footnote-16) seeks to enhance the protection of the EU’s financial interests, also through the digitalisation of the fight against fraud. As announced by President von der Leyen[[17]](#footnote-17), the Commission has recently presented a comprehensive anti-corruption package[[18]](#footnote-18) aimed at preventing corruption and building a culture of integrity, harmonising definitions of criminal offences, increasing the level of criminal sanctions and ensuring effective investigations and prosecution of corruption (including in relation to the protection of the EU’s financial interests). The Commission tabled a proposal[[19]](#footnote-19) for a joint agreement to establish an interinstitutional Ethics Body. The EPPO has received additional staff in order to tackle the increased workload. OLAF will carry out a mapping exercise of the Anti-Fraud Coordination Services (AFCOS) in 2023 in order to assess what, and whether, further actions are needed to strengthen them[[20]](#footnote-20).

## Other initiatives

### Anti-fraud clauses in international agreements

The appropriate anti-fraud provisions in the international agreements that the EU concludes with its trading partners make a key contribution to protecting the EU’s financial interests. In 2022, the Commission negotiated mutual administrative assistance (MAA) provisions and effective anti-fraud measures in four international agreements[[21]](#footnote-21).

### 2nd Action Plan to fight the illicit tobacco trade

In 2022, the Commission and OLAF completed the implementation of the 49 actions included in the second Action Plan to fight the illicit tobacco trade 2018-2022.

### Anti-money laundering and counter-terrorist financing

Fraud against the EU budget may also be a predicate offense precursor to other crimes. Thus, even if not directly linked to the protection of the EU budget, the EU legal framework on anti-money laundering (AML) and counter-terrorist financing[[22]](#footnote-22) might become relevant in this context. The Commission continues to reinforce the implementation of the AML policy framework and strives to establish good cooperation and exchanges of information with the upcoming AML authority.

# Member States’ measures to protect the EU’s financial interests

## National anti-fraud strategies

Following the Commission’s sustained encouragement of Member States to adopt national anti-fraud strategies (NAFS), in 2022 only three Member States indicated that they do not have any strategy for protecting the EU’s financial interests. The approaches taken by the other 24 Member States varied widely[[23]](#footnote-23).

15 Member States have a NAFS in place. Five reported that they were in the process of drafting one or were close to adopting one, while four additional Member States indicated that they have an alternative strategy in place[[24]](#footnote-24).

Figure 1: Overview of the type of anti-fraud strategy pursued by Member States and the fields they cover





Nine out of 15 NAFS were cross-cutting, covering the EU’s financial interests fully. The other national strategies take different approaches, targeting specific or multiple sectors, such as expenditure (shared management and RRF), customs or VAT.

All five Member States where the process of establishing a NAFS was ongoing indicated that their strategies would be cross-cutting.

## Anti-fraud measures adopted at national level

In 2022, Member States reported 72 measures intended to protect the EU’s financial interests. Among the 72 measures adopted, 52 were ‘single’ measures, while 20 were comprehensive packages[[25]](#footnote-25).

Measures were mainly of a sectoral nature, addressing in particular the shared management expenditure (agricultural, fisheries and cohesion policies) and RRF. They were mostly intended to prevent and detect fraud and other irregularities affecting the EU’s financial interests. Recurring themes included the transposition of Directive (EU) 2019/1937 on the protection of persons who report breaches of Union law (Whistleblower Directive), the RRF, and cooperation with the EPPO.

Figure 2 – Summary of measures reported by Member States in 2022

|  |  |
| --- | --- |
| Member State | Measures adopted |
| Austria | Continued to update its administrative anti-fraud measures, focusing on prevention and detection of fraud against European cohesion-policy and agricultural funds.  |
| Belgium | Put in place three anti-fraud measures. While the sectoral legislative measure focused on fraud detection, investigation and prosecution, the reported legislative package cut across sectors, fostering fraud prevention and detection. The only non-legislative measure reported by Belgium was an organisational update to RRF funds management in Wallonia, strengthening the investigation and prosecution of fraud against them. |
| Bulgaria | Anti-fraud action was predominantly legislative, covering the whole anti-fraud cycle. Two legislative updates were adopted, the first focusing on agricultural, fisheries, cohesion, FEAD, and AMIF funds, and the second cross-cutting. The third legislative measure was paired with administrative changes aimed at comprehensively protecting EU RRF funds. |
| Croatia | Two cross-cutting measures, one legislative, securing the confiscation of criminal proceeds, and the other operational, enhancing cooperation with the EPPO; as well as operational changes to the management of cohesion funds using Arachne. Together, they cover the entire anti-fraud cycle. |
| Cyprus | A legislative measure aimed at better protecting whistleblowers, transposing the Whistleblower Directive into domestic law, thereby boosting fraud prevention, detection, investigation and prosecution. A second legislative measure focused on fostering integrity and transparency in public decision-making processes, covering all stages of the anti-fraud cycle. The RRF and various stakeholders are targeted by the package adopted by Cyprus, which is aimed at preventing fraud. |
| Czechia | Three sectoral operational measures, targeting all stages but fraud detection. The first measure operationalised the enforcement of EU sanctions against the Russian Federation, enhancing coordination, cooperation, and information flows among Czech authorities. The second interconnected the beneficial owners’ register with the information systems used in the management of fisheries and cohesion funds, and the third completed all methodological documents for the Multiannual Financial Framework (MFF) 2021-2027. |
| Denmark | The first measure sought to better prevent and detect fraud against cohesion policy funds by improving the data used by the Danish Business Authority. The second reinforced these objectives by safeguarding the correct application of remuneration rules. The third sought to increase the country’s agricultural agency’s anti-fraud and anti-evasion capacity. |
| Estonia | Anti-fraud action was focused on fraud prevention and detection. On the revenue side, Estonia created an IT tool that compares declared and prices enlisted in the tool. The second measure automatically linked public procurement procedures to the invoices paid, thus boosting control. Thirdly, Estonia updated its catalogue of anti-fraud training activities. |
| Finland | Two measures, both primarily aimed at strengthening fraud prevention, in a cross-cutting fashion and in relation to RRF funds. The first measure comprised guidelines for curbing corruption in the central state administration, which runs and supervises the management of EU funds. The second measure concerned training sessions on fraud prevention for RRF. |
| France | Three measures all covering fraud detection. The first measure aligned French law with EU law on whistleblowers and their protection across the board. The second action, also cross-cutting, concerned a training agreement and special training courses with the EPPO. The third measure specifically targeted the RRF and set up a task force to monitor and anticipate fraud risks. |
| Germany | Three measures predominantly aimed at preventing fraud against EU funds, including agricultural, fisheries and cohesion funds, but also targeting the remaining three stages of the anti-fraud cycle. They range from a new strategy paper to a strategic update and an updated self-assessment tool. |
| Greece | Three legislative measures mostly targeting the early stages of the anti-fraud cycle. The first was cross-cutting while the other two focused on RRF, agricultural, and fisheries funds. The cross-cutting measure transposed the Whistleblower Directive into Greek law. The second added a dedicated fraud prevention, detection, recovery, and sanctions unit to the Greek RRF Coordination Agency. The third measure followed an EU recommendation, separating administrative from on-the-spot checks under agriculture and fisheries fund management. |
| Hungary | Three measures, focusing primarily on fraud prevention and detection. The first implements the Commission notification submitted to Hungary under the conditionality mechanism, which relates to the country’s public procurement system, through new legislation and an operational update. The second strengthened cooperation between Hungary and OLAF on investigations. The third targeted multiple funds and entailed new legislative, organisational, and operational steps, laying the groundwork for two bodies that will control EU funds. |
| Ireland | Two organisational measures fostered thorough anti-fraud action at all stages of the cycle in the management of agricultural and fisheries funds. The first measure enhanced the fraud register, while the second established an IT solution for conflict of interest declarations. |
| Italy | Three measures focused on revenue, covering all stages of the anti-fraud cycle. The first aims to curb tax evasion and money-laundering linked to the entry of under-declared Chinese goods into EU territory. The second concerned a plan targeting customs and VAT fraud. The third aligned Italian law with EU law on asset confiscation. |
| Latvia | Three measures intended to improve fraud detection, in a cross-cutting fashion and in relation to tax fraud. The first measure relates to an IT tool used to search for red flags in revenue and expenditure controls and checks. The second concerned an e-learning course on the protection of the EU’s financial interests, available country-wide, and the third involved capacity-building training for revenue and control staff. |
| Lithuania | Not available |
| Luxembourg | Two measures cover all stages of the anti-fraud cycle. The first brought the Luxembourgish law on mutual assistance and the fight against money-laundering and the financing of terrorism into line with international standards, while the second related to the framework underpinning the country’s RRP. |
| Malta | One cross-cutting measure targeting fraud prevention and detection: the country’s first National Risk Assessment of fraud and corruption. |
| Netherlands | The first measure, cross-cutting, ensures that future legislation will be enforceable and verifiable before it becomes effective. The second action improved the Netherlands’ reporting on traditional own resources. The third measure was an updated fraud risk assessment framework for fisheries funds. |
| Poland | Three measures focused on fraud prevention and detection in tax revenues, cohesion and agricultural funds. The first creates a national e-invoicing system. The second measure set up an IT tool used for EU project controls. The third action set out practices for preventing conflicts of interest among staff in the Ministry of Agriculture and Rural Development. |
| Portugal | Three operational anti-fraud packages, concerning customs, taxes, a variety of funds, and agricultural and fisheries funds. The first updated the strategic plan for combatting tax and customs duty fraud. The second updated the NAFS, and the third updated the strategy for ex-ante quality controls of agricultural and fisheries funding. |
| Romania | Three legislative measures touched upon all stages of the anti-fraud cycle, but on fraud prevention and detection in particular, in a cross-cutting fashion, in relation to the RRF, and in relation to various funds. The first action, cross-cutting, concerned the transposition of the Whistleblower Directive into domestic law. The RRF action regulated spending of the funds, as did the third measure in relation to multiple EU funds. |
| Slovakia | Three measures touching on all stages of the anti-fraud cycle. The first measure amended rules governing the distribution of fisheries, cohesion, and migration and asylum funds. The second was a cooperation agreement defining relevant authorities’ future contribution toward more effective auditing of funds, and the third updated the distribution of RRF funds. |
| Slovenia | The first measure focused on tax fraud and customs strengthening, particularly fraud prevention and detection. The second measure amended control and monitoring procedures in relation to fisheries funds. The third established a manual for implementing the RRF on the part of its coordinating body. |
| Spain | The first measure creates new rules on financial and other fraud-related information. The second encompassed an information exchange agreement across various relevant authorities. The third, specific to the RRF, laid down rules for the systematic analysis of conflict of interest risks. |
| Sweden | Three cross-cutting measures covered all stages of the anti-fraud cycle. The first is preparatory for Sweden joining the EPPO. The second related to the activities of a body that is solely dedicated to protecting the EU’s financial interests. The third was aimed at reducing subsidy abuse and VAT fraud and evasion rates. |

## Implementation of the 2021 Commission recommendations to Member States

In its 2021 PIF Report the Commission made four recommendations to Member States, covering: a) the correct transposition of the PIF Directive; b) participation in the EPPO; c) digitalising the fight against fraud; and d) strengthening fraud risk analysis[[26]](#footnote-26).

The situation concerning the PIF Directive is described in [section 2.3](#_State_of_play).

In relation to participation in the EPPO, Sweden indicated that further legislative preparation was ongoing in 2022 with a view to future membership.

On digitalising the fight against fraud, Arachne was by far the most widely-used IT system (by 21 Member States), in support of the European Structural and Investment Funds (ESIF) and the RRF. Many Member States used their own dedicated anti-fraud IT tools, often in conjunction with EU tools, although those tools were rarely inter-operable.

In line with the Commission’s recommendation, most Member States integrated these IT tools into their fight against fraud in order to enrich data and refine red flags, risk indicators and scores.

Figure 3: IT tools used by Member States





Overall, Member States’ assessment was that digitalisation boosted fraud prevention and detection and simplified administrative procedures. Countries such as Finland, which relied on non-EU tools, reported that the potential burden of adjusting domestic data protection laws to accommodate the use of Arachne, for example, was preventing them from doing so.

As regards the strengthening of risk analysis, 14 Member States considered that they had implemented this recommendation in full, reiterated their proactive approach to combatting fraud against the EU budget and presented recent initiatives. On the revenue side, Member States highlighted the Financial Risks Criteria Decision[[27]](#footnote-27), supporting national- and EU-level IT tools such as the CRMS and AFIS, which helped tax and customs authorities to mine and enrich data from a variety of sources and to exchange data among Member States and with the EU institutions. On the expenditure side, Member States highlighted certain context-specific fraud risk management systems developed by EU fund managing authorities, as well as top-level coordination[[28]](#footnote-28), the use of IT tools such as Arachne, and dedicated training.

Member States that indicated partial implementation (12) reported similar measures, but either for revenue or for expenditure.

# Combatting irregularities, fraud, corruption and conflict of interests detrimental to the EU budget

## General overview

From an operational point of view, protecting the EU’s financial interests from fraud, irregularities and other illicit activities is entrusted to national authorities, to OLAF and to the EPPO.

This section contains data on detected irregularities and fraud reported by Member States, with the exception of those related to direct expenditure[[29]](#footnote-29). Information on OLAF and EPPO investigations is also provided[[30]](#footnote-30).

A total of 12 455 irregularities, amounting to EUR 1.77 billion, were reported in 2022. There has been a slight increase in reported irregularities compared to 2021 (+7%), while the related amounts have decreased (-13%).

The number of fraudulent irregularities reported was 1 139 in 2022 (+2% in comparison to 2021), which has remained roughly stable over the last five years. The financial amounts linked to those cases have varied more, due to a limited number of individual cases with high financial impact, and decreasing in 2022 to EUR 300 million (-62% in comparison to 2021)[[31]](#footnote-31). The number and financial impact of non-fraudulent irregularities peaked in 2022 with a constant increasing trend over the five years, with 11 316 irregularities (+8% in comparison with 2021) involving EUR 1.47 billion (+17%).

Figure 4: Reported irregularities and related financial amounts – 2018-2022; irregularities and related financial amounts by budgetary area – 2022



### Investigations by OLAF

In 2022 OLAF concluded investigations into 256 cases, issuing 275 recommendations, of which 153 financial, for a total recommended amount for recovery of EUR 426.8 million and EUR 197.9 million prevented from being unduly spent. Over the same period 192 new investigations were opened, of which 30 (16%) were related to own resources and illicit trade, 73 (38%) to shared management, 16 (8%) to indirect management, and 44 (23%) to direct management. 29 (15%) investigations were opened in relation to internal matters.

OLAF investigated allegations and instances of collusion, manipulation of procurement procedures, conflicts of interest, inflated invoices, evasion of customs duties, smuggling and counterfeiting.

### Investigations by the EPPO

In 2022, the EPPO opened 865 investigations corresponding to damages estimated at EUR 9.9 billion[[32]](#footnote-32). At the end of 2022, the EPPO had 1 117 ongoing investigations involving an estimated damage of EUR 14.1 billion, of which almost half (EUR 6.7 billion) was linked to 185 VAT-related investigations[[33]](#footnote-33). 692 investigations concerned cases of expenditure fraud.

Among the typologies identified in these active investigations, 679 offences relate to non-procurement expenditure fraud, 224 to procurement expenditure fraud, 87 to corruption, 48 to misappropriation, 116 to money-laundering, 236 to non-VAT revenue fraud and 427 to VAT revenue fraud.

## Revenue – Traditional own resources[[34]](#footnote-34)

In 2022, the number of **fraudulent and non-fraudulent irregularities** (4 661) relating to Traditional Own Resources (TOR) was 7.6% higher than the average number of irregularities reported over the last five years. The number of fraudulent irregularities fell by 6.8% and non-fraudulent irregularities rose by 9.4% compared to the 5-year average for 2018-2022. The total **amount** of TOR estimated and established by the Member States increased by 47% to EUR 783 million[[35]](#footnote-35).

While **smuggling** remains one of the main modus operandi in fraudulent cases, most cases reported in 2022 relate to **incorrect value** and **incorrect classification**/misdescription of goods. **Textiles and footwear** were the goods most affected, not only in terms of the number of cases, but particularly in value. **China** remained the most significant country of origin of goods affected by irregularities.

14 Member States reported 116 cases of **smuggled cigarettes**, with the estimated amount of TOR involved totalling around EUR 38 million. Compared to 2021, 10 Member States[[36]](#footnote-36) continued to report smuggling cases, while four Member States reported them for the first time in 2022[[37]](#footnote-37). This might indicate a potential shift of fraud or of cigarette smuggling routes to other Member States.

**Release for free circulation** remains the customs procedure most affected by fraudulent and non-fraudulent irregularities (3 799 cases with an overall amount of EUR 688 million). Compared to 2021, Germany reported a big increase in non-fraudulent cases related to ‘release for free circulation’ in 2022, while some of its neighbouring Member States reported an increase in ‘transit’ (e.g. Czechia and the Netherlands) combined with a decrease in ‘release for free circulation’ (the Netherlands).

Inspections by national **anti-fraud services** together with customs release controls played a crucial role in detecting fraudulent cases in 2022. Non-fraudulent instances were primarily detected by **post-release controls**, although other methods of detection such as release controls and tax audits were also on the rise.

In 2022, the Commission services focused its on-the-spot **inspections in the Member States** on the control strategy for e-commerce and low-value consignments and the control strategy for anti-dumping and countervailing duties. Furthermore, the Commission’s desk audits in 2022 were oriented towards three different topics: COVID-19-related goods subject to duty relief, Binding Origin Information (BOI) decisions and open B-account cases.

Figure 5: Irregularities detected and reported in TOR and detection by type of control



Snapshot 2: Joint Customs Operations

Joint Customs Operations (JCOs) are targeted actions of a limited duration aimed at combatting fraud and the smuggling of sensitive goods in specific areas at risk and/or on identified trade routes. In 2022, OLAF co-organised or supported 10 JCOs covering a broad spectrum of targets, including tobacco smuggling, undervalued goods and cash entering or leaving the EU[[38]](#footnote-38).

## Expenditure

### Agriculture[[39]](#footnote-39)

During the period 2018-2022, fraudulent irregularities reported in IMS for **rural development** increased, mainly due to rising detections during the programming period 2014-2020. However, the number of these fraudulent irregularities was lower than expected. This should be monitored in order to ensure a focus on fraud detection. Although less noticeable, non-fraudulent irregularities showed a similar trend. In 2022, fraudulent irregularities under **support to agriculture** increased in comparison with 2021, mainly due to reporting related to direct payments by two Member States. This increase was partly due to the reporting of many small interconnected irregularities. The irregular financial amounts involved in non-fraudulent irregularities fluctuated strongly, mainly due to the reporting in some years of cases involving exceptional amounts, for **market measures**.

Detection rates for rural development were noticeably higher than for support to agriculture. However, one part of support to agriculture, market measures, accounted for the highest detection rates. The detection of irregularities, particularly fraudulent, was concentrated in a few Member States.

During the period 2018-2022, fraudulent irregularities often concerned the **falsification of the aid request** or of **documentary proof**. For market measures and rural development, violations concerning the **implementation of the action** were also significant.

Figure 6: Payments and reported irregularities in CAP by type of expenditure[[40]](#footnote-40)



Snapshot 3 – Risks and violations in the Common Agricultural Policy (CAP)

Risks and violations depend on the type of measure. For example, applicants for direct payments may request aid for plots of land they do not have the right to use, on the basis of false lease agreements, or they may artificially create the conditions for receiving financial support. Agricultural practices, including those beneficial for the climate and the environment, may warrant more attention with a view to identifying intentional infringements. The same may apply to payment schemes based on the number and type of animals. Violations related to market measures may concern, for example, the withdrawal of agricultural products from the market or the cost, actual implementation or use of investments by producer organisations, such as works for storage sites or the purchase of machinery or equipment. Several complex cases related to the promotion of agricultural products were investigated by OLAF.

In rural development, beneficiaries may, for example, use false invoices, declarations of equipment as new when it is in fact second-hand, manipulated bids in the context of procurement and false information on compliance with conditions for receiving aid. Violations may concern the information the applicant provides in order to get the project selected, to receive advance payment or to meet the criteria for access to a support scheme. The beneficiary may infringe the rules on procurement, request reimbursement for inflated costs or even for non-existent transactions, or ask for reimbursement of costs already funded in another context. The beneficiary may fail to follow the business plan, to use the investment for the intended purpose or to use it at all. Area- and animal-related spending may warrant more attention with a view to identifying intentional infringements.

### Cohesion policy[[41]](#footnote-41)

Fraudulent irregularities related to the programming period 2007-2013, as reported in IMS, peaked in 2015, gradually decreased in the following years, and in 2018 were overtaken by those related to the programming period 2014-2020. These dynamics are in line with known trends and patterns linked to the multi-annual implementation cycles. Since 2017, reporting of non-fraudulent irregularities related to the programming period 2014-2020 has been increasing, but less than expected. The number and financial amounts of the non-fraudulent irregularities reported during the first nine years of the programming period 2007-2013 were much higher than those reported during the programming period 2014-2020. This concerns all funds and most of the Member States[[42]](#footnote-42).

As regards fraud, the most frequent type of violation concerned supporting documents. High financial amounts were involved in fraudulent irregularities where there were infringements of contract provisions/rules, which often consisted of incomplete or non-implementation of the funded action. Infringements of public procurement rules were the most reported non-fraudulent irregularities. They rarely resulted in a suspicion of fraud. This suggests that either fraud detection, investigation and prosecution or the administrative capability of contracting authorities should be improved. Most fraudulent violations concerning ethics and integrity were related to conflicts of interest. Ethics and integrity is the category of infringement in which fraud is most frequent. Corruption was rarely reported.

Figure 7: reported irregularities by programming period, fund, and typology. IDR and FDR by programming period[[43]](#footnote-43)



Snapshot 4 – Areas at risk in the cohesion policy

As regards fraud, risks seem to be higher in relation to: (i) transport and environmental protection, because of the high financial amounts involved in irregularities; (ii) research, technological development and innovation (RTD&I) and employment, because of the frequency of fraudulent irregularities. In terms of fraud relating to the green transition, analysis suggests higher risks for investments in: (i) energy efficiency; (ii) provision of drinking water; (iii) waste management. Concerning fraud relating to transport and networks, analysis suggests higher risks for investments in: (i) roads that are not part of TEN (Trans-European Network), because of the number of irregularities, probably linked to the higher number of projects which reach the regional or local level; (ii) railways and TEN roads, because of the high financial amounts involved. As for fraud relating to social inclusion, analysis suggests higher risks for investments in active inclusion and in healthcare infrastructure.

### Other budgetary areas[[44]](#footnote-44)

The **Instrument for Pre-Accession** (IPA) is the means by which the EU has been supporting reforms in the enlargement region through financial and technical assistance since 2007. Irregularities reported during the period 2018-2022 in relation to pre-accession mainly concerned funds distributed under the 2007-2013 Instrument for Pre-accession Assistance I (IPA I) and the 2014-2020 IPA II. In 2022 the number of reported irregularities and related amounts peaked. However, reported fraudulent irregularities were at their lowest of the last five years. Reported irregularities, both fraudulent and non-fraudulent, mainly concern the rural development component and cross-border cooperation.

Irregularities, both fraudulent and non-fraudulent, related to expenditure disbursed under **direct management** remained fairly stable over the period 2018-2022. More than 80% of the irregularities identified as potentially fraudulent were detected following OLAF’s investigations.

## Organised crime, corruption and conflicts of interest

Information concerning **organised crime** activity against the financial interests of the EU is available in the EPPO annual report, which indicates 122 investigated offences concerning PIF-focused criminal organisations in its active investigations by the end of 2022.

In relation to **corruption** cases, the EPPO reported 87 investigated offences at the end of 2022. Over the years 2018-2022, 30 cases have been reported via IMS by 10 countries, five relating to agriculture, 22 to cohesion and three to pre-accession. Their damage is estimated at about EUR 50 million.

Over the same period, 375 cases related to **conflicts of interest** were reported via IMS (86% referred to cohesion, 9% to agriculture and 5% to pre-accession) involving almost EUR 117 million. The analysis of such irregularities reveals that reported conflicts of interests mainly point at relations between recipients of the funds and their contractors and sub-contractors, based on specific infringements of national rules. Only 7% of the cases refer to conflict of interest during the stage of awarding/evaluation of projects, thus involving members of evaluation committees. Though about two-thirds of these cases were detected through standard controls and verifications, the remaining third were detected through sources external to the management and control systems, such as ‘tips from informants’, ‘OLAF investigations or information from OLAF’, ‘investigations by national police’ and ‘articles in the press’.

# Conclusions and recommendations

The Commission Anti-Fraud Strategy places emphasis on data collection and analysis and on developing knowledge in order to better target anti-fraud efforts. Further digitalisation is essential in order to increase the accessibility and use of data and thus to ensure more effective and efficient fraud prevention and detection. The strategy also stresses the importance of anti-fraud governance, and of having the correct processes and structures in place to ensure cooperation and coordination among all relevant actors. The experience acquired by the Commission and the Member States over recent years confirms the need to continue in this direction and to tackle fraud in a holistic and coordinated manner.

## Understanding fraud in order to fight it more efficiently

Thorough and careful analysis of data can enhance all stages of the anti-fraud cycle. In particular, it can boost prevention and detection through strategic and operational recommendations to help anti-fraud actors to target fraudsters more effectively. The soundness of that analysis depends on the availability and quality of the relevant data.

The EU legal framework provides an adequate framework for exchanging the relevant information in relation to both revenue and expenditure.

On the expenditure side, the reporting of fraud and irregularities via IMS is the means by which that data is collected, and the Commission is committed to further improving the system and supporting the Member States in reviewing and updating the guidance on the reporting of irregularities.

On the revenue side, the risks related to certain types of goods remain high. The Member States report fraud and irregularities involving traditional own resources via the OWNRES application. A timely and proactive approach in identifying and addressing existing risks as well as new fraud trends proves to be indispensable for the effective protection of the EU’s financial interests.

In many Member States, the percentage of irregularities that are still classified as suspected fraud many years after initial reporting is extremely high, even in relation to cases indicated as closed. This may suggest either that the judicial authorities do not follow up those suspicions properly, e.g. due to insufficient resources, or that there are no proper communication channels from judicial to reporting authorities. This may be due to persistent suspicions of paying agencies and managing authorities, while criminal proceedings were not launched, were prevented by the statute of limitations or did not result in sufficient evidence of fraud.

Recommendation 1: Improving detection, reporting and follow-up of suspected fraud

Detection and reporting of suspected fraud can still be significantly improved, as can their follow-up. Significant differences between Member States can still be seen. In the Member States with low incidence of fraud, the competent authorities should invest in fraud risk analysis in order to assess the degree to which low detection is the result of low levels of actual fraud affecting their operations or the result of systemic weaknesses in detection or reporting systems.

If any weakness in detection is identified, Member States should focus on detecting signals of fraud and, where irregularities are found, carefully addressing the question of intentionality.

If the identified issues point to reporting practices (e.g. delaying classification as suspected fraud) Member States should review them also taking into account the need for a better information flow to and from judicial authorities.

## Innovating in the fight against fraud: the case for digitalisation

Despite having been the object of several recommendations in the past, the focus on the digitalisation of the fight against fraud is more relevant than ever. The opportunities offered by new technologies should be exploited to the full, in order to counter fraudsters who appear to be more organised and tech-savvy than ever.

Recommendation 2: Digitalisation of the fight against fraud high on Member States’ agenda

Digitalisation of the fight against fraud needs to be at the heart of anti-fraud strategies. It represents both a resource and a threat, as fraudsters are also increasingly using and exploiting new technologies in order to commit their crimes. Member States should ensure that the digitalisation of the fight against fraud is part of their NAFS. That approach should define strategies to: (i) identify existing and future threats arising from new technologies; (ii) develop the necessary IT architecture (inventorying existing tools, developing new ones, ensuring appropriate interoperability between them); and (iii) identify and address existing gaps, also in terms of the skills needed.

## Strengthening Anti-fraud governance

The Commission has constantly pressed the case for the widespread adoption of national anti-fraud strategies to protect the EU’s financial interests. Those strategies can ensure that the various national actors involved take a common approach and can facilitate cooperation with the EU level. Because of the important role played by OLAF and the EPPO in combatting cross-border fraud in particular, the increasingly complex anti-fraud landscape and the sophistication of fraudsters, cooperation and coordination across organisational boundaries is more important than ever.

Recommendation 3: Reinforcing anti-fraud governance in the Member States

National anti-fraud networks have been developing in several Member States, with the national AFCOS playing a key role. The Commission supports and encourages this process, which should be extended to all actors concerned, involving the relevant law enforcement and judicial authorities at national and European level. Member States should also ensure that the national structures coordinating this process are properly staffed.

Anti-fraud networks provide the ideal structure for the development and updating of NAFS.

The Commission reiterates its recommendation that the Member States which have not yet adopted a NAFS should do so.
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