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EXECUTIVE SUMMARY
In line with the obligation laid down in Article 325(5) of the Treaty on the Functioning of the European Union, each year the European Commission, in cooperation with the EU Member States, submits a report on the protection of the EU’s financial interests (PIF report) to the European Parliament and the Council on the measures taken in this area. 
On 6 May 2025, the European Parliament adopted its resolution on the protection of the EU’s financial interests based on the 2023 PIF report. The Parliament highlighted the significant challenges that the EU is confronted with in an increasingly complex and rapidly evolving landscape and emphasised the need to modernise the EU anti-fraud architecture along three main lines: a) strengthening its governance; b) maximising the financial impact of anti-fraud actions of investigative bodies; and c) adapting anti-fraud measures to new technologies.
In line with the Parliament’s requests, this PIF report focuses on the progress made in 2024 in the three identified areas. 
Exchanges of information, expertise and know-how between the main bodies of the EU level of the anti-fraud architecture happen regularly in different forums. The annual exchange of views at political level to discuss the European Anti-Fraud Office’s policy on combating fraud gathered, for the second consecutive year, all key anti-fraud players at EU level to discuss, in particular, the potential impact of artificial intelligence in the fight against fraud. At operational level, complementary administrative investigations by the European Anti-fraud Office enable faster recoveries of financial resources compromised by fraudsters investigated by the European Public Prosecutor Office. 
All Member States reported having anti-fraud strategies in place, although these vary significantly in terms of scope and only 10 Member States have a fully-fledged national anti-fraud strategy in place.
In 2024, the Commission advanced the implementation of the action plan accompanying its anti-fraud strategy.
Digitalisation of the fight against fraud and the use of innovative technologies is a recurrent theme in the EU’s anti-fraud agenda (including in the action plan accompanying the Commission’s strategy), with several initiatives ongoing, some supported also by the EU anti-fraud programme. Member States show a strong focus on building capacity and commitment to boost digitalisation. 
Irregularities detected and reported in 2024 have only slightly increased compared to the previous years. However, the number of reported fraudulent irregularities has significantly increased, in all budgetary areas except for agriculture. While this represents a positive development in line with past recommendations of the Commission, some problems remain in relation to the follow-up of reported cases of suspected fraud, pointing to the need to further develop the exchange of information between administrative and judicial bodies. 
The Commission calls once more on the Member States to ensure (i) the swift and continuous reporting of detected cases of suspected fraud and their follow-up; (ii) the establishment of more effective communication channels between the actors involved; (iii) the adoption of national anti-fraud strategies, as a key element of national anti-fraud governance; and (iv) the development of innovative technologies in the fight against fraud. 
As part of its efforts to ensure the most efficient protection of its financial interests, the EU has also started preparatory work to review its anti-fraud architecture. This comprehensive review, involving all the relevant actors within the EU anti-fraud architecture, will focus on deterrence, and create more synergies and efficiencies among relevant actors, avoiding duplication at every stage of the anti-fraud cycle - prevention, detection, investigation, correction of fraud, and the recovery of the amounts concerned, including those for the EU budget. 
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[bookmark: _The_EU’s_financial][bookmark: _Toc202011313][bookmark: _Toc203477650]The EU’s financial interests and their protection
The EU’s 2024 budget amounts to EUR 189.4 billion in commitment appropriations and EUR 142.6 billion in payment appropriations. The 2021-2027 multiannual financial framework amounts to EUR 1 200.6 billion ([footnoteRef:2]). Additional resources come from NextGeneration EU, the EU’s post-COVID economic recovery package under which EUR 750 billion is to be spent between 2021 and 2026. [2: ()	Multiannual financial framework ceilings in million EUR, at current prices. Source: OJ L, 2024/207, 22.2.2024.] 

These financial resources enable the EU to finance its policies and promote its aims and values.
EU Member States manage the largest share of EU expenditure and collect VAT and traditional own resources (TOR), the latter mainly taking the form of customs duties.
In accordance with Article 325 of the Treaty on the Functioning of the European Union (TFEU), the EU and its Member States must counter fraud and any other illegal activities that affect the EU’s financial interests. In line with Article 325(5) TFEU, each year the Commission, in cooperation with the Member States, submits a report to the European Parliament and the Council on the measures taken to implement that Article. This report, also known as the PIF report, meets that obligation for 2024 ([footnoteRef:3]). It is accompanied by seven working documents ([footnoteRef:4]).  [3: () 	Article 310(6) TFEU.]  [4: () 	The seven Commission staff working documents are:
National anti-fraud strategies (NAFS) state of play and assessment;
Measures adopted by Member States to protect the EU’s financial interests in 2024;
Follow-up on recommendations to the Commission report on the protection of the EU’s financial interests and the fight against fraud – 2023;
Statistical evaluation of irregularities reported for own resources, natural resources, cohesion policy, pre-accession assistance and direct expenditure in 2024;
Commission anti-fraud strategy (CAFS) action plan implementation monitoring: state-of-play 31 May 2025;
Early Detection and Exclusion System (EDES) – Panel referred to in Article 143 of the Financial Regulation;
Annual overview with information on the results of the Union anti-fraud programme in 2024.] 

On 6 May 2025, the European Parliament adopted its resolution on the protection of the EU’s financial interests for 2023 ([footnoteRef:5]). Parliament called for the PIF report to become a tool serving the better governance of the EU’s anti-fraud architecture and for the report’s holistic approach to be further enhanced. In line with this request, the 2024 PIF report has been structured to answer this call and provide a more comprehensive overview of the key measures taken in 2024 across the various layers and elements of the anti-fraud architecture. [5: () 	Procedure file 2024/2083(INI).] 

Section 2 is divided into two main parts. It looks first at the EU level of the anti-fraud architecture (i.e. the EU players), before moving on to Member States level. The section also offers an overview of cooperation between the different bodies involved and the actions taken to strengthen the protection of the EU’s financial interests and the governance of national anti-fraud networks. Section 3 presents how the EU and national authorities are using digitalisation and innovative technologies to step up the fight against fraud. Section 4 presents data on the fight against fraud, corruption, conflicts of interest and other irregularities that affect the EU’s financial interests. Where available, the data also reflects the state of recoveries. Section 5 provides conclusions and recommendations.
[bookmark: _Data_sources][bookmark: _Toc202011314][bookmark: _Toc203477651]Data sources
This report relies on information provided by the Member States through dedicated questionnaires ([footnoteRef:6]). Section 4 is based on irregularities detected and reported by the Member States ([footnoteRef:7]) (Sections 4.2.2 and 4.3), by the beneficiary countries of pre-accession assistance ([footnoteRef:8]) (Section 4.3.3) and on recovery orders extracted from the Commission accounting system ([footnoteRef:9]) (Section 4.3.3, direct management). [6: ()	The questionnaires concern the measures adopted by the Member States to protect the EU’s financial interests and the follow-up to the recommendations in the 2023 PIF report. ]  [7: () 	See, in particular, Box 2 of the 2021 PIF Report, Section 6.1, p. 31.]  [8: () 	Reported to the Commission via the Irregularity Management System (IMS).]  [9: () 	Data are extracted from ABAC for the last year, as the system has been replaced by SUMMA.] 

Sectoral regulations on traditional own resources, shared management funds and pre-accession instruments specify the conditions under which Member States and beneficiary countries of pre-accession assistance must report irregularities detected in those areas. The reporting of irregularities is subject to certain limitations ([footnoteRef:10]). [10: () 	For a description of these limitations, see Box 3 in the 2021 PIF Report, Section 6.1, p. 32.] 

Two broad categories are used in this report for cases reported by the Member States and beneficiary countries: fraudulent irregularities ([footnoteRef:11]) and non-fraudulent irregularities ([footnoteRef:12]). [11: () 	‘Fraudulent irregularities’ are those the reporting country has classified as fraud in traditional own resources, suspected fraud or established fraud in relation to shared management and pre-accession.]  [12: () 	All irregularities that have not been classified as fraudulent are considered as non-fraudulent.] 

Throughout this report reference is made to the results of investigations by the European Anti-Fraud Office (OLAF) and the European Public Prosecutor’s Office (EPPO). Data referred to are taken from the respective annual reports ([footnoteRef:13]) or have been obtained directly from these bodies (in which case reference is made to them as: Commission’s calculation on data provided by OLAF/the EPPO). [13: () 	The OLAF 2024 annual report and the EPPO 2024 annual report present significant differences in nature and scope with the PIF report. These have been extensively explained in Section 1.2 of the 2023 PIF report.] 

These data sources have some significant underlying differences in nature, scope, budgetary areas covered and timelines ([footnoteRef:14]).  [14: () 	The reporting workflow from the Member States and, ultimately, the availability of complete data to prepare this report depend heavily on information from the authorities detecting and investigating the irregularity or fraud. Reporting bodies in the Member States (mainly managing authorities or paying agencies in shared management and customs authorities in relation to traditional own resources) may report on criminal investigations only when the relevant judicial or law enforcement authorities provide them with the authorisation and the necessary information. This implies that while the EPPO, OLAF or national law enforcement are actively investigating a case, bodies responsible for reporting irregularities and fraud to the Commission might not be able to do so in certain cases due to investigations possibly being confidential. In such cases, this information will only become available when the investigation is completed and will only be included in the PIF Report once this has happened. ] 

The PIF Report primarily takes a single year approach, presenting irregularities reported in the reporting year, and shows the amounts calculated and reported by the Member States as the financial impact of the irregularities detected ([footnoteRef:15]). [15: () 	These financial amounts largely tend to be those for which recovery is actually pursued.] 

The following table summarises the main differences between the three main data sources.
Figure 1: Similarities and differences between the data sources used in this report
	Scope
	PIF Report
	OLAF Report
	EPPO Report

	Specific to the activities of a single body
	No
	Yes
	Yes

	Fraudulent irregularities
	Yes
	Yes(a)
	Yes

	Non-fraudulent irregularities
	Yes
	Yes
	No

	Territorial scope
	 
	 
	 

	EPPO participating Member States
	Yes
	Yes
	Yes

	Non-EPPO Member States
	Yes
	Yes
	Yes (a)

	Non-EU countries
	Yes (b)
	Yes
	Yes (a)

	Budgetary area
	 
	 
	 

	Shared management
	Yes
	Yes
	Yes

	Customs fraud (non-VAT)
	Yes
	Yes
	Yes

	Indirect management (pre-accession)
	Yes
	Yes
	Yes (a)

	Direct management (not RRF)
	Yes
	Yes
	Yes

	Direct management (RRF)
	No
	Yes
	Yes

	VAT fraud
	No
	Yes
	Yes

	Data sources
	 
	 
	 

	Direct(c)
	Partial
	Yes
	Yes

	Indirect(d)
	Yes
	No
	No

	Timeline
	 
	 
	 

	Year-to-year(e)
	Yes
	Yes
	Partial

	Aggregated(f)
	Partial
	Partial
	Yes

	(a)Within the limits of its mandate.

	(b)Limited to countries benefiting from pre-accession assistance

	(c)Direct data source means that the report refers to cases directly investigated by the reporting body. Data on cases detected by the Commission are only a limited part of the data set used in the PIF Report.

	(d)Indirect data source implies that data reported come from a different data source. For the PIF Report, the Commission uses data about irregularities (fraudulent and non-fraudulent) reported by national authorities of Member States and candidate countries.

	(e)The EPPO report shows information on the data referred to in the reporting year (opened investigations, freezing orders granted) as well as aggregated data (active investigations).

	(f)Aggregated data (usually the last five years) for the PIF Report are available in the staff working document ‘Statistical evaluation of reported irregularities’, but not in the report itself.
- The OLAF report provides aggregated data on some types of information, mainly referring to the last five years.
- The EPPO report provides aggregated data when referring to active investigations.



[bookmark: _The_EU_anti-fraud][bookmark: _Toc203477652][bookmark: _Toc134557973][bookmark: _Ref197680988]Key measures 
The EU anti-fraud architecture (AFA) is made of a variety of components with specific tasks and roles in preventing, detecting and countering fraudulent activities against the EU’s financial interests. These primarily include: (i) In the EU Institutions, Bodies, Offices and Agencies (IBOAs), the Authorising Officers by Delegation; (ii) OLAF; (iii) the EPPO; (iv) Eurojust; (v) Europol; (vi) the European Court of Auditors (ECA); and (vii) the newly established Anti-Money Laundering Authority (AMLA). 
On 17 May 2023, the Commission proposed the establishment of an EU Customs Authority as part of the customs reform package ([footnoteRef:16]).  [16: ( )	See, in particular, the proposal for a regulation of the European Parliament and of the Council establishing the Union Customs Code and the European Union Customs Authority, and repealing Regulation (EU) No 952/2013, COM/2023/258 final. The proposal is with the co-legislators.] 

At Member States’ level, a great variety of authorities and bodies play a significant role in the protection of the EU’s financial interests, collecting revenue, managing and controlling the funds, investigating and prosecuting fraud and recovering funds unduly paid. For instance, in the field of taxation, the Eurofisc Member States’ network ([footnoteRef:17]) was set up in 2010 to combat cross-border VAT fraud. Its mandate covers joint processing and data analysis, coordination of follow-up actions, and access to customs data on VAT exempt importations ([footnoteRef:18]). [17: () Council Regulation (EU) No 904/2010 of 7 October 2010 on administrative cooperation and combating fraud in the field of value added tax (recast), OJ L 268, 12.10.2010, p. 1–18.]  [18: () Europol, Eurojust and Eurofisc are still characterised by the ‘intergovernmental third pillar spirit’ in that they depend on the final decision taken by national authorities, which they are not intended to replace.] 

The complex legislative and organisational architecture put in place to protect the EU’s financial interests is the result of a continuous process spanning more than three decades. On 16 July 2025, Commission has launched a reflection process for the review of the anti-fraud architecture ([footnoteRef:19]).  [19: ()	White paper for the Anti-Fraud Architecture Review, COM(2025) 546. ] 

This section of the report focuses on key aspects of the cooperation among the most prominent actors of both the EU’s and Member States’ level of the AFA and the measures taken to further strengthen their governance and the protection of the EU’s financial interests in 2024. 
[bookmark: _The_internal_layer][bookmark: _Toc203477653]Measures taken at EU level
[bookmark: _Toc134557979][bookmark: _Toc202011317][bookmark: _Toc203477654]The European Parliament’s resolution on the 2023 PIF Report
Each year, the European Parliament adopts a motion for a resolution on the protection of the EU’s financial interests and the fight against fraud, drawing on the analysis in the most recent PIF report. The most recent resolution, based on a report adopted by the Committee on Budgetary Control (CONT) ([footnoteRef:20]), was passed by the Parliament’s plenary on 6 May 2025. It is a key document (anchored in the budgetary discharge procedure) through which the budgetary authority provides its main political address in relation to the fight against fraud. This year’s resolution, beyond the three main areas indicated in Section 1.1, points to the challenges facing the AFA, in particular the threats posed by organised crime and the need to adapt to new technologies. The issue of adapting to new technologies concerns both (i) the EU’s ability to exploit the opportunities such technologies offer to increase efficiency and effectiveness in fighting fraud, and (ii) its readiness to deal with their increased use by fraudsters. [20: ()	The report is named after the CONT rapporteur. For procedure 2024/2083(INI), linked to the 2023 PIF report, the rapporteur was MEP Gilles Boyer.] 

In its resolution, the Parliament highlights some problems with the implementation of the Recovery and Resilience Facility (RRF) and NextGeneration EU. It calls on the Commission and Member States to address these problems and take account of the lessons learnt when designing the next multiannual financial framework spending programmes. 
The resolution also reiterates the importance of greater transparency. It calls on the Commission to make full use of all the tools at its disposal to safeguard the rule of law. It stresses the need to put more emphasis on funds spent in non-EU countries and deems that priority should be given to the fight against corruption in pre-accession negotiations. In addition, it calls for the EU and the Member States to join forces in tackling missing trader intra-community VAT fraud.
The Parliament welcomes the operational results achieved by OLAF and the EPPO and considers that the two bodies must increase their cooperation. It also emphasises the importance of measuring the results of OLAF and EPPO investigations in terms of recoveries of unduly paid amounts and the quantification of amounts being prevented from being unduly spent. 
This PIF report provides information concerning the main developments in most of the areas highlighted by the Parliament.
[bookmark: _Toc202011318][bookmark: _Toc203477655]Cooperation between the main EU-level actors 
Cooperation between the main actors of the EU AFA can take different forms. These vary based on the different nature of the institutions and bodies involved. The main forms of cooperation are a) exchange of knowledge and expertise; b) coordination; c) operational coordination and support between investigative bodies. 
Throughout 2024, inter-institutional dialogues were facilitated by the European Commission, allowing for dynamic exchanges of views. Alongside traditional dialogue partners such as the European Parliament, the Council, and the European Commission, the annual exchange of view held under article 16 of Regulation (EU, Euratom) No 883/2013 ([footnoteRef:21]) saw the inclusion, for the second time, of all key anti-fraud players at the EU level: the European Court of Auditors, the EPPO, Eurojust and Europol. The focal point of the discussions between these actors was how artificial intelligence could be used to enhance the protection of the EU’s financial interests. [21: ()	Regulation (EU, Euratom) No 883/2013 of the European Parliament and of the Council of 11 September 2013, amended by Regulation (EU, Euratom) 2016/2030 of the European Parliament and of the Council of 26 October 2016 and by Regulation (EU, Euratom) 2020/2223 of the European Parliament and of the Council of 23 December 2020.] 

Exchange of information, knowledge and expertise takes place on a continuous basis in the framework of different forums, for instance in the course of the Parliament’s hearings or through participation to conferences and seminars (reference Section 2.1.3).
Coordination and cooperation on investigations happen through the AFA’s operational bodies. The EPPO, for example, reported that Europol provided support (information exchange, analytical support, expertise) upon 83 requests and that at the end of 2024 there were 25 ongoing cases supported by the Eurojust National Desks ([footnoteRef:22]).  [22: ()	2024 EPPO annual report, cit., p. 107.] 

In 2024 OLAF sent 74 cases to the EPPO for the opening of a criminal investigation, and EPPO opened 69 based on OLAF’s input. In the same year, OLAF concluded 26 complementary investigations and initiated 17 ([footnoteRef:23]).  [23: ()	2024 OLAF annual report, cit.] 

[bookmark: _The_Commission:_implementation][bookmark: _Toc202011319][bookmark: _Toc203477656]The Commission: implementation of the action plan accompanying the CAFS
Throughout 2024, the Commission took further steps to strengthen its internal anti-fraud governance. The Commission anti-fraud strategy (CAFS) and its accompanying action plan is the basis for close cooperation and coordination in the Commission and OLAF, as the lead service, monitors and coordinates its implementation ([footnoteRef:24]). [24: ()	See the ‘Commission anti-fraud strategy (CAFS) action plan implementation monitoring: state-of-play 31 May 2025’ accompanying this report.] 

A dedicated network of OLAF anti-fraud correspondents from the Commission services – the Fraud Prevention and Detection Network (FPDNet) – met regularly in plenary and subgroup format to exchange best practices and coordinate the implementation of CAFS actions. 
Three of the seven themes of the action plan directly concern the EU anti-fraud governance in respect to both the EU and national level of the AFA: (i) supporting Member States to reinforce the protection of the RRF, cohesion, agriculture and fisheries funds; (ii) strengthening the EU anti-fraud architecture; and (iii) enhancing the Commission’s anti-fraud governance.
Under the first theme, most actions concern the exchange of data between Member States and the Commission ([footnoteRef:25]).  [25: ()	See footnote 23, actions from 12 to 19.] 

Under the second theme, the focus is on cooperation between the Commission and the EPPO, the support to decentralised agencies and joint undertakings, the protection of investigative journalists and the involvement of civil society ([footnoteRef:26]).  [26: ()	See footnote 23, actions from 30 to 33.] 

Under the third theme, Commission services and executive agencies continued updating their own anti-fraud strategies and risk assessments every three years in line with OLAF’s methodology. OLAF provided methodological guidance and peer reviews of each submission ([footnoteRef:27]). [27: ()	See footnote 23, actions from 34 to 39.] 

Drawing on its mandate and expertise, OLAF and the EPPO also gave inputs to the Commission Rule of Law Report and the Rule of Law conditionality mechanism. 
Lastly, the Commission exploited synergies between fraud and corruption prevention. Following the May 2023 anti-corruption package, the Commission published on 4 November 2024 a study on high-risk corruption areas with a dedicated section on overlaps between fraud and corruption ([footnoteRef:28]).  [28: ()	The study was presented and discussed at the 2nd plenary meeting of the EU network against corruption on 3 October 2024. Public procurement, construction and infrastructure, and health care were deemed to be among the areas most at risk. A follow-up study will investigate actions that mitigate corruption in these high-risk areas. As announced in the 2023 Joint Communication on the fight against corruption, the research will feed into the first EU strategy against corruption, setting out actions to prevent and fight corruption in high-risk areas.] 

[bookmark: _Toc202011320][bookmark: _Toc203477657]AMLA, the newest actor in the EU anti-fraud architecture
The Authority for Anti-Money Laundering and Countering the Financing of Terrorism (AMLA) is a decentralised EU agency that will coordinate national authorities to ensure the correct and consistent application of EU rules. AMLA aims to transform anti-money laundering and countering the financing of terrorism supervision in the EU while boosting cooperation among financial intelligence units. 
Following the adoption of the AMLA’s regulation ([footnoteRef:29]) on 31 May 2024, the authority was legally established on 26 June 2024 and will be fully operational as of 1 January 2028. [29: ()	Regulation (EU) 2024/1620 of the European Parliament and of the Council of 31 May 2024, OJ L, 2024/1620, 19.6.2024.] 

[bookmark: _Toc203477658]The future actor: the EU Customs Authority  
The current proposal to establish the EU Customs Authority aims to adopt a more centralised digital approach, especially with respect to customs risk management and controls, to ensure a more efficient, strengthened and fraud-proof customs union and play a key role in fighting fraud at the EU external borders. The Authority will operate the EU Customs Data Hub, providing a pool of real-time data on customs flows and enhanced data analytics capacity that will allow for a better risk management and customs controls at the external borders, with the view to enhancing the protection of the EU’s financial interests.
[bookmark: _The_external_layer][bookmark: _Toc203477659]Measures taken at national level
[bookmark: _Strengthening_the_governance][bookmark: _Toc202011322][bookmark: _Toc203477660]Strengthening the governance of Member States’ anti-fraud networks
In its 2022 and 2023 PIF reports, the Commission recommended that Member States strengthen their anti-fraud governance by setting up or improving dedicated networks involving all national bodies with a mandate involving the protection of the EU’s financial interests ([footnoteRef:30]). [30: ()	Information about progress on this and the other recommendations in the 2023 PIF report has been collected via a specific questionnaire. For the complete replies to this questionnaire, see the ‘Follow-up on recommendations to the Commission report on the protection of the EU’s financial interests and the fight against fraud – 2023’ accompanying this report.] 

From the information collected from the Member States, the situation has remained relatively unchanged from that reported in the 2023 PIF report, with most Member States reporting no significant developments. Among those that have introduced changes ([footnoteRef:31]), the focus has been on strengthening the role and capabilities of Member States’ anti-fraud coordination services (AFCOS). [31: ()	Cyprus, Latvia, Luxembourg, Netherlands, Italy, Spain. ] 

[bookmark: _Toc202011323][bookmark: _Toc203477661]National anti-fraud strategies 
Another key element of this governance is the adoption of dedicated strategies to counter fraud affecting the EU’s financial interests. Over the years, the Commission has supported the adoption of national anti-fraud strategies (NAFS), to be developed by the key national level of the AFA.
In 2024, all 27 Member States reported having anti-fraud strategies in place to protect the EU’s financial interests, though their approaches varied significantly. Specifically, 10 Member States indicated having a NAFS, with 2 of them updating their NAFS in 2024, while 7 Member States were in the process of adopting one. The 17 Member States who currently have no nation-wide NAFS, have nonetheless other types of anti-fraud strategies in place to protect the EU’s financial interests, as presented in Figure 3.
[bookmark: _Ref199248117]Figure 2 – Overview of anti-fraud strategies reported by Member States
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[bookmark: _Toc202011324][bookmark: _Toc203477662]National measures adopted to strengthen the protection of the EU’s financial interests
EU Member States manage the largest share of EU expenditure and collect traditional own resources (TOR – mainly customs duties) and VAT. They continuously review and fine-tune their approaches, based on EU legal acts and policy measures (such as the recommendations in the PIF reports) or on their own initiative. The Commission sent Member States a dedicated questionnaire to collect information on the national measures Member States consider the most important for strengthening the protection of the EU’s financial interests.
Member States reported a total of 69 measures (50 single measures and 19 described as a ‘package of measures’) ([footnoteRef:32]), almost evenly divided between legislative, administrative, organisational and operational measures. Most ([footnoteRef:33]) cover in particular fraud prevention or detection (91% and 86% respectively), while almost half aim at strengthening investigation and prosecution and recovery and sanctioning (46% and 45% respectively) as showed in Chart 1 in Annex 3. A large majority of measures target expenditure, in particular the cohesion policy and the RRF (15 and 12 measures respectively), while some 10 measures address revenue fraud (tax and customs). [32: ()	For a complete overview of the measures reported by the Member States see the ‘Measures adopted by Member States to protect the EU’s financial interests in 2024’ accompanying this report. Specific measures are presented in Snapshot 1 (conflict of interest), Section 2.2.4 (cooperation and information exchange), Section 2.3.3 (cooperation between the internal and external layer of the EU AFA) and Section 3.2.2 (digitalisation and the use of new technologies).]  [33: ()	A measure can target more than one stage of the anti-fraud cycle and more than one budgetary area/sector.] 

Beyond ‘shared management and the control of EU funds’ (32 measures reported by 18 Member States ([footnoteRef:34])), there was a significant focus on preventing ‘conflict of interest’ (30 measures reported by 16 Member States) ([footnoteRef:35]), ‘public procurement’ (21 measures reported by 13 Member States) ([footnoteRef:36]) and ‘anti-fraud or anti-corruption strategy’ (20 measures reported by 13 Member States) ([footnoteRef:37]). [34: ()	Austria, Bulgaria, Croatia, Cyprus, Estonia, Finland, Germany, Greece, Italy, Latvia, Luxembourg, Netherlands, Poland, Portugal, Romania, Slovakia, Slovenia, and Sweden.]  [35: ()	Austria, Belgium, Bulgaria, Croatia, Cyprus, Estonia, Finland, Germany, Greece, Italy, Lithuania, Poland, Portugal, Slovakia, Slovenia and Sweden.]  [36: ()	Austria, Belgium, Bulgaria, Croatia, Cyprus, Estonia, Germany, Greece, Hungary, Italy, Lithuania, Slovakia and Slovenia.]  [37: ()	Austria, Belgium, Cyprus, Czechia, Finland, Germany, Greece, Hungary, Italy, Netherlands, Portugal, Slovakia and Slovenia.] 

[bookmark: _Ref197687390][bookmark: _Ref197687287]Snapshot 1: Measures addressing conflict of interests
The 30 measures reported by the Member States targeting conflict of interest revolve around three main sub-areas: (i) training and capacity building; (ii) management and deterrence; and (iii) transparency and better governance ([footnoteRef:38]). These measures put strong emphasis on prevention. However, as new technologies emerge, several measures also incorporate new sophisticated detection mechanisms. [38: ()	For a description of the related measures, see Sections 1.6.1.1, 1.6.1.2 and 1.6.1.3 respectively of the ‘Measures adopted by Member States to protect the EU’s financial interests in 2024’ accompanying this report.] 

This blend of prevention and detection strategies highlights a shift towards comprehensive conflict of interest management systems that make use of both human oversight and technological innovation to reduce fraud risks.
(i) Training and capacity building
A significant focus on training reflects an understanding of the human element in managing conflict of interest. Four Member States ([footnoteRef:39]) have initiated comprehensive training programmes designed to equip public officials with the skills necessary to identify and address conflict of interest effectively. [39: ()	Estonia, Finland, Lithuania and Germany (Bremen).] 

(ii) Management and deterrence
The goal of these measures is to prevent conflicts of interest from arising, to deter them effectively, and to detect and address them quickly if they do occur. This is achieved through: enforcing mandatory declarations for public procurement to maintain legal compliance ([footnoteRef:40]); focusing on transparency through required declarations ([footnoteRef:41]); improving detection using dedicated tools, revealing complex connections ([footnoteRef:42]); and a preventive control mechanism for EU-funded procurements ([footnoteRef:43]). [40: ()	Belgium.]  [41: ()	Germany (Baden-Württemberg).]  [42: ()	Poland (SAMPLER Tool).]  [43: ()	Slovakia.] 

(iii) Enhancement of transparency and governance
Member States ([footnoteRef:44]) are prioritising these areas to strengthen regulatory compliance and mitigate conflict of interest. The measures taken involve increasing compliance in procurement procedures and offering clear guidance and instructions to officials. This, in turn, strengthens ethical standards and accountability in public administration. [44: ()	Bulgaria, Croatia, Cyprus, Poland and Slovakia.] 

[bookmark: _Enhanced_cooperation_and][bookmark: _Toc202011325][bookmark: _Toc203477663]Enhanced cooperation and information exchange
Improving EU and national cooperation and information exchange is another key focus area of this year’s reported measures, aligning with Recommendation 3 of the 2023 PIF report to develop the governance of the anti-fraud architecture ([footnoteRef:45]). Some 11 measures were adopted by Member States to improve cooperation and information exchange. [45: ()	For the implementation of this recommendation, see Section 2.2.1.] 

Seven of these measures (listed in Table 1 in Annex 3) address cooperation at national level by establishing dedicated anti-fraud bodies, departments or sections. These initiatives also include setting up contact points and network meetings to improving coordination, along with a job-shadowing programme within the AFCOS network to facilitate the exchange of best practices.
[bookmark: _Toc202011326][bookmark: _Toc203477664]Cooperation between the EU and national level
[bookmark: _Dedicated_fora:_COCOLAF][bookmark: _Toc202011327][bookmark: _Toc203477665]Dedicated forums: COCOLAF and its subgroups
The Commission cooperates directly with Member States’ authorities to improve fraud prevention through the Advisory Committee for the Coordination of Fraud Prevention (COCOLAF), a Commission expert group set up in 1994 ([footnoteRef:46]) and managed by OLAF. Composed of representatives from the competent national services of the Member States and from Commission departments, COCOLAF serves as a forum to facilitate cooperation and the exchange of information and good practices on protecting the EU’s financial interests.  [46: ()	Commission Decision 94/140/EC of 23 February 1994 setting up an advisory committee for the coordination of fraud prevention, OJ L 61, 4.3.1994, p. 27–28, as amended by Commission Decision 2005/223/EC of 25 February 2005 amending Decision 94/140/EC setting up an advisory committee for the coordination of fraud prevention, OJ L 71, 17.3.2005, p. 67–68.] 

COCOLAF meets twice per year in a plenary session and several times in specialised sub- and working groups, addressing key topics such as fraud prevention policies and actions, anti-fraud strategies, irregularity reporting and analysis, operational cooperation and coordination between AFCOS and OLAF. The annual PIF Report is prepared under the aegis of COCOLAF. Dedicated working groups were set up in 2024 to revise the ‘Handbook on irregularities reporting’ and draft a document to share Member States’ experiences in dealing with ‘Double funding in EU funded projects’ ([footnoteRef:47]). [47: ()	Both documents are expected to be finalised before the summer 2025.] 

Snapshot 2: Measures to strengthen the cooperation between the EU and the national level of the anti-fraud architecture
Four Member States reported measures (listed in Table 2 in Annex 3) focusing on strengthening collaboration with EU bodies. These involved organising an EU-wide anti-fraud conference in collaboration with OLAF and implementing efforts to encourage broader, cross-border cooperation.
[bookmark: _Toc202011328][bookmark: _Toc203477666]Implementation of the EU anti-fraud programme
The EU anti-fraud programme (UAFP), with a budget for 2021-2027 of EUR 181 million, provides financial support for:
(i) the protection of the EU’s financial interests by its Member States; 
(ii) the organisation of mutual administrative assistance and cooperation in customs and agricultural matters (Anti-Fraud Information System – AFIS); and 
(iii) the development and maintenance of the Irregularity Management System (IMS) for the reporting of irregularities by Member States.
The 2024 Financing Decision allocated EUR 16.1 million to the first component, EUR 8.4 million to the AFIS component and about EUR 1 million to the IMS component. The available funds were successfully implemented in 2024 using the various financing instruments available ([footnoteRef:48]). [48: ()	A description of the initiatives financed via the UAFP is available in the ‘Annual overview with information on the results of the Union anti-fraud programme in 2024’ accompanying this report.] 

In 2024, an association agreement covering Ukraine’s participation in the programme was negotiated between the Commission (represented by OLAF) and the relevant Ukrainian authorities. The agreement was adopted in March 2024. 
For the first component, the focus was on financing projects (in the form of grants) linked to the expenditure side of the EU budget and on digitalisation, IT development and the integration of AI in the fight against fraud. The two calls that were launched in 2024 (amounting to about EUR 11.4 million) saw a high demand for financing (four times higher than the available budget) and participation by most Member States (123 applications from 19 countries). More than one quarter of the requests concerned the financing of data analytics technology and IT tools.
The activities covered by procurement in 2024 (totalling around EUR 4.4 million) related to specialised conferences, digital forensic and analysts training, access to commercial databases, and customs analysis tools ([footnoteRef:49]). [49: ()	Via the Joint Research Centre.] 

[bookmark: _National_measures_to][bookmark: _Digitalisation_of_the][bookmark: _Improving_the_reporting][bookmark: _Toc202011330][bookmark: _Toc203477667]Improving reporting and follow-up of suspected fraud
To improve the quality and reliability of available data on suspected fraud (which Member States have a legal obligation to report), in 2023 the Commission recommended Member States to ensure timely updates of reported cases and complete reporting of the cases, including those investigated by OLAF and the EPPO ([footnoteRef:50]). To this end, Member States were invited to establish appropriate communication channels with law enforcement and prosecution services.  [50: ()	See the ‘Follow-up on recommendations to the Commission report on the protection of the EU’s financial interests and the fight against fraud – 2023’ accompanying this report, in particular Section 1.1.] 

A significant majority of Member States have a high degree of confidence in their reporting systems. A total of 11 Member States reported using a well-established reporting system ([footnoteRef:51]) capturing all relevant data on suspected fraud cases and irregularities, while 9 stated that they have a strong reporting system but with some gaps in capturing all relevant data ([footnoteRef:52]). Notably, 17 Member States regularly review and assess the effectiveness of their reporting mechanisms ([footnoteRef:53]), underscoring a commitment to maintaining and improving system robustness. [51: ()	Austria, Czechia, Estonia, Finland, France, Germany, Luxembourg, Malta, Poland, Romania, Slovakia.]  [52: ()	Belgium, Bulgaria, Croatia, Denmark, Hungary, Italy, Latvia, Slovenia, Sweden.]  [53: ()	Bulgaria, Cyprus, Czechia, Denmark, Estonia, Germany, Hungary, Italy, Latvia, Lithuania, Malta, Poland, Portugal, Romania, Slovakia, Slovenia, Spain.] 

In contrast, 13 Member States indicated persistent challenges concerning the exchange of relevant information ([footnoteRef:54]). A common scenario involves reporting challenges between judicial and reporting authorities. Difficulties often emerge when judicial proceedings are drawn out or when confidentiality of investigations hinders comprehensive reporting. These issues highlight the need for better collaborative measures and improved procedural clarity to ensure that reporting systems work effectively across all levels of governance. A total of 17 Member States reported some improvements in their follow-up procedures over the past year ([footnoteRef:55]). Good practices identified to improve the systems include centralised coordination, comprehensive guidelines and systems, clear legal frameworks and obligations, and routine and direct communication. [54: ()	Bulgaria, Croatia, Cyprus, Denmark, Estonia, Hungary, Lithuania, Poland, Portugal, Romania, Slovakia, Slovenia, Spain.]  [55: ()	Bulgaria, Czechia, Denmark, Estonia, Germany, Hungary, Italy, Latvia, Lithuania, Luxembourg, Malta, Netherlands, Poland, Portugal, Romania, Slovakia, Spain.] 

To improve data quality, OLAF has launched an in-depth analysis of irregularities and fraud related to the cohesion policy reported via the IMS. The analysis assessed any issues linked to the accuracy and completeness of the reporting. Based on this review, OLAF initiated a structured dialogue with 10 Member States to address all the identified issues. While the process is still ongoing, it has already helped raise the awareness of the authorities involved and led to the identification of a significant reporting backlog in one Member State ([footnoteRef:56]). [56: ()	See footnote 90.] 

[bookmark: _Toc202011331][bookmark: _Toc203477668]Digitalisation of the fight against fraud
[bookmark: _Toc202011332][bookmark: _Toc203477669]Foster digitalisation and the use of IT tools to fight fraud in the Commission
The first theme of the action plan accompanying the CAFS focuses on the need for more corporate IT solutions to make the fight against fraud more effective and efficient. The Commission is exploring ways of increasing digitalisation and interoperability and further strengthening and broadening the use of existing IT tools such as Arachne, EDES, SUMMA and IMS to prevent, detect and investigate fraud. The risk scoring and data mining tool will be developed to cover all management modes, while OLAF is exploring digital options to communicate better on its investigations with other Commission departments and executive agencies. Table 3 in Annex 3 summarises the state of implementation of the actions linked to this theme.
Furthermore, the theme ‘Reinforce the EU’s capacity to fight customs fraud and protect EU revenues’ ([footnoteRef:57]) contains several actions addressing digitalisation, interoperability of systems and data analytics. Between June 2024 and May 2025, for example, following the deployment of the AFIS analytical platform (FraudAP), various applications and intelligence reports were produced and online training provided to national customs authorities. The development of the B2B interface between the Customs Information System and national systems is ongoing ([footnoteRef:58]). [57: ()	See the ‘Commission anti-fraud strategy (CAFS) action plan implementation monitoring: state-of-play 31 May 2025’ accompanying this report, actions 26 to 29.]  [58: ()	See footnote 56, action 26.] 

In 2024, the IMS received an important upgrade to make it more user-friendly and technologically ready for other significant future developments.
[bookmark: _Member_States’_measures][bookmark: _Toc202011333][bookmark: _Toc203477670]National measures aimed to step up digitalisation of the fight against fraud
[bookmark: _Toc202011334][bookmark: _Toc203477671]Follow-up to the recommendation of the 2023 PIF report on accelerating the digitalisation of the fight against fraud
In its 2022 and 2023 PIF reports, the Commission recommended that Member States accelerate the digitalisation of the fight against fraud ([footnoteRef:59]). [59: ()	The Commission collected information about progress on this recommendation collected via a specific questionnaire. For the complete replies to this questionnaire, see ‘Follow-up on recommendations to the Commission report on the protection of the EU’s financial interests and the fight against fraud – 2023’ accompanying this report.] 

In their replies, a vast majority of Member States indicated that digitalisation is a clear goal in their anti-fraud efforts. To address existing gaps, 17 Member States ([footnoteRef:60]) use training, followed by gap analysis and internal assessments (8 Member States each) ([footnoteRef:61]). This highlights a strong focus on building capacity and improve digitalisation. Some 20 Member States ([footnoteRef:62]) reported at least partial success on implementing IT tools, showing significant progress on digital transformation. [60: ()	Austria, Belgium, Bulgaria, Cyprus, Czechia, Germany, Greece, Hungary, Italy, Lithuania, Malta, Romania, Slovakia, Slovenia, Spain, Sweden, Finland.]  [61: ()	Internal assessment: Czechia, Denmark, Estonia, Germany, Greece, Italy, Luxembourg, Romania
Gap Analysis: Belgium, Czechia, Germany, Italy, Romania, Slovakia, Slovenia, Spain.]  [62: ()	Partially successful: Austria, Belgium, Bulgaria, Denmark, Estonia, Finland, France, Greece, Lithuania, Latvia, Netherlands, Portugal, Slovakia, Slovenia, Spain, Sweden.	
Totally successful: Hungary, Italy, Malta, Poland.] 

Data analysis tools, whether external or integrated into national systems, are prevalent; they are currently used or planned by 24 Member States ([footnoteRef:63]). Predictive analytics and AI see less usage, despite AI being one of the most ‘planned to use’ tools (see Figure 3).  [63: ()	External (In use): Austria, Belgium, Croatia, Cyprus, Czechia, Denmark, Estonia, France, Germany, Greece, Hungary, Italy, Latvia, Lithuania, Luxembourg, Malta, Netherlands, Poland, Romania, Slovakia, Slovenia, Spain, Sweden.
External (Planned): Portugal.
Integrated (In use): Belgium, Czechia, France, Germany, Hungary, Italy, Lithuania, Netherlands, Poland, Romania, Slovakia, Slovenia, Sweden.
Integrated (Planned): Bulgaria, Denmark, Estonia, Finland, Greece, Latvia, Luxembourg, Malta, Portugal, Spain.] 

Figure 3 – Digital tools and technologies in use in the Member States in 2024
[image: The figure indicates which Member States have what kind of digital tools or technologies in place or which ones they are planning to use in the near future.
All Member States use data analysis tools non-integrated in their IT management tools, with the exception of Bulgaria, Finland, Ireland and Portugal. The latter is planning to use them.]
Legal or regulatory barriers and data privacy and security concerns are the primary challenges in digitalisation efforts, suggesting that Member States are held back by specific obstacles rather than a lack of commitment (see Figure 4).
Figure 4: Challenges faced in accelerating digitalisation to fight fraud 
[image: The chart shows the main challenges indicated by the Member States to accelerate the digitalisation of the fight against fraud affecting the EU's financial interests.
14 Member States indicated 'legal or regulatory barriers' and 'data privacy and security concerns'.
12 Member States indicated 'Integration challenges with legacy systems' and 'Budget limitations'.
10 Member States indicated 'Lack of expertise'
9 Member States indicated 'Resistance to change'
8 Member States indicated 'Accessibility at a regional or local administration level
3 Member States indicated other reasons.]
Some 16 Member States ([footnoteRef:64]) have developed interoperable data management systems. Improving interoperability is crucial for seamless data sharing across borders, improving fraud detection, and focusing on potential future standardisation.  [64: ()	Austria, Belgium, Czechia, Estonia, France, Hungary, Ireland, Italy, Luxembourg, Malta, Netherlands, Poland, Portugal, Romania, Slovakia, Slovenia.] 

Some 22 Member States ([footnoteRef:65]) are incorporating the current ARACHNE system in their anti-fraud strategies. Key implementers include managing and auditing authorities. ARACHNE is widely used across EU funds for prevention and detection, using risk scoring to identify fraud and irregularities. While the system has been adopted, comprehensive training and support are still deemed necessary for effectiveness.  [65: ()	Austria, Belgium, Bulgaria, Croatia, Cyprus, Czechia, Estonia, France, Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, Poland, Portugal, Romania, Slovakia, Slovenia, Spain.] 

Many Member States reported process improvements with ARACHNE ([footnoteRef:66]).  [66: ()	Moderate improvement: Austria, Belgium, Czechia, Malta, Portugal, Romania, Slovakia, Spain Significant improvement: Cyprus, Greece, Italy.] 


With the compulsory feeding of the single data mining and risk-scoring tool (Arachne+) for audit and control purposes as from 1 January 2028, data collected by all Member States’ authorities as regards all funds will be included in a single EU-wide tool. This will enhance control and audit functions across the EU and assist national authorities and AFA actors in the prevention, detection, correction and follow-up of fraud, corruption and irregularities, including conflicts of interest and double funding.
[bookmark: _Digitalisation_and_the][bookmark: _Toc202011335][bookmark: _Toc203477672]Digitalisation and the use of new technologies in control systems
2024 saw a significant emphasis on digitalisation, continuing the trend observed in the previous year and in line with the recommendations of the 2023 PIF Report. 
These digitalisation initiatives are primarily targeting cohesion policy and revenue, with particular attention on combating tax fraud and improving customs operations. The tools being implemented facilitate verification checks, anomaly detection, real-time monitoring, and the identification of connections between entities and individuals. A key role in this area is played by the legal framework of the EU's Single Customs Window, which establishes a binding set of harmonised rules for data sharing and digital cooperation between customs and other authorities, also stimulating digitisation efforts on both sides, at EU and national level: at the core of this framework there’s the EU Customs Single Window Certificate Exchange System (EU CSW-CERTEX) which enables real time check on existing formalities, aiding in the anti-fraud efforts of national customs. A notable example of using new technologies to stay ahead of fraudsters is Spain’s integration of AI to detect e-commerce fraud, where traditional methods are insufficient to handle the increasing volume of online fraud activities. As fraudsters increasingly use and exploit new technologies to commit fraud, it is important to accelerate digitalisation in the EU’s anti-fraud efforts.
Table 4 in Annex 3 summarises the main digitalisation initiatives that Member States have reported ([footnoteRef:67]). [67: ()	For an overview of all measures reported and additional details on those in the table, see the ‘Measures adopted by Member States to protect the EU’s financial interests in 2024’, accompanying this report.] 

[bookmark: _Data_quality:_improving][bookmark: _Combating_irregularities,_fraud,][bookmark: _Toc134557985][bookmark: _Toc202011336][bookmark: _Toc203477673]Combating irregularities, fraud, corruption and conflicts of interest detrimental to the EU budget
[bookmark: _Toc134557986][bookmark: _Toc202011337][bookmark: _Toc203477674]General overview
From an operational point of view, protecting the EU’s financial interests from fraud, irregularities and other illicit activities is a task entrusted to national authorities, OLAF and the EPPO.
A total of 13 589 fraudulent and non-fraudulent irregularities, amounting to EUR 1.84 billion, were reported ([footnoteRef:68]) in 2024. There was a slight decrease in the number of reported irregularities compared to 2023 (-2.6%), while the related irregular amounts increased (+19.5%) ([footnoteRef:69]). Irregularities reported in 2024 were 3.6% higher than the average for the last five years, while their related financial amounts were 12% higher. [68: () 	Irregularities were reported by the Member States and non-EU countries in IMS in relation to expenditure and in OWNRES in relation to traditional own resources. Irregularities related to direct management are extracted from the Commission’s ABAC accounting system.]  [69: ()	This increase is the result of the updates received during 2024 on irregularities reported in 2023. These updates are normal, as they indicate the progress made in implementing corrective measures. In the 2023 PIF report the financial value of the irregularities reported in 2023 amounted to EUR 1.90 billion, indicating a stable situation compared to 2024. All variations indicated in this paragraph are calculated based on the updated values for all relevant years.] 

The number of fraudulent irregularities reported by national authorities to the Commission remained relatively stable between 2020 and 2023, but significantly increased in 2024 to 1 364 (+26% on 2023). This number represents 10% of the total number of reported irregularities. The financial amounts linked to these cases have varied more due to a limited number of individual cases with high financial impact, increasing to EUR 548.8 million in 2024 (+138.7% on 2023) confirming the volatility of this indicator ([footnoteRef:70]). Compared to the last five years’ average, the number of reported fraudulent irregularities was 19% higher and the related amounts 56% higher. This increase in reporting of fraudulent irregularities may be the result of the reiterated recommendations addressed by the Commission to the Member States in the past years. It would be premature to draw conclusions in this respect and the Commission will keep on monitoring any future development in this area. [70: ()	For financial amounts linked to fraudulent irregularities, the updates that occurred in 2024 in relation to older data had an even higher impact. If the value published in the 2023 PIF report (EUR 585.8 million) had been used, the financial amounts related to cases reported in 2024 would have decreased by 6.6% in comparison with 2023.] 

The number and financial impact of reported non-fraudulent irregularities followed an upward trend from 2020 to 2023, in line with the expected trends linked to the spending programmes cycle. 2024 saw a stabilisation, with 12 225 non-fraudulent irregularities reported (-5% on 2023), involving a financial amount of EUR 1.29 billion (-1.4% on 2023) ([footnoteRef:71]). Compared average for the last five years, the number of non-fraudulent irregularities reported in 2024 was 2% higher, while their financial value was stable.  [71: ()	No significant variation was visible in relation to the financial amounts linked to non-fraudulent irregularities as published in the 2023 PIF report.] 

Figure 5: Reported irregularities and related financial amounts – 2020-2024; irregularities and related financial amounts by budgetary area – 2024
[image: ]
[bookmark: _Toc134557988][bookmark: _Toc202011338][bookmark: _Toc203477675]Investigations by OLAF
In 2024 OLAF concluded 246 investigations. It issued 301 recommendations, of which 188 financial, for a total recommended amount for recovery of EUR 871.5 million and EUR 43.5 million prevented from being unduly spent ([footnoteRef:72]). Over the same period 230 new investigations were opened. Of these, 32 (14%) were related to own resources, 95 (41%) to shared management and the RRF, 20 (9%) to indirect management, and 57 (25%) to direct management. 29 (13%) investigations were opened in relation to internal matters ([footnoteRef:73]). [72: ()	The data reported in this section are included in the OLAF’s 2024 Annual Report.]  [73: ()	The sum of the investigations opened per budgetary area is higher than the total number of investigations opened in 2024 (230). This is because an investigation can cover more than one sector.] 

Snapshot 3: Recoveries following OLAF’s investigations
At the end of its investigations, OLAF can issue financial recommendations to Member States, EU institutions, bodies, offices and agencies. These recommendations specify the actual amounts of EU expenditure irregularly spent and of EU revenue irregularly evaded from the EU budget, which OLAF, based on the outcome of its investigations, recommends to recover. If planned disbursements have not yet taken place, OLAF recommends not to carry out the irregular spending.
In the period 2022 to 2024, OLAF investigations have led to recoveries of EUR 4.5 billion and have prevented over EUR 800 million of irregular spending.
[bookmark: _Investigations_by_the][bookmark: _Toc134557987][bookmark: _Toc202011339][bookmark: _Toc203477676]Investigations by the EPPO
In 2024, the EPPO opened 1 504 investigations corresponding to estimated damage of EUR 13.07 billion ([footnoteRef:74]). At the end of 2024, the EPPO had 2 666 active investigations involving estimated damage of EUR 24.80 billion. These are divided among the various budgetary areas as follows:  [74: () 	The data reported in this section are included in the EPPO Annual Report 2024.] 

· 488 active investigations on VAT fraud (see snapshot 4), 
· 252 on customs fraud (total estimated damage of EUR 886.9 million) 
· 1 807 on expenditure (total estimated damage of EUR 9.4 billion), of which 279 connected to the Recovery and Resilience Facility (for a total estimated damage of EUR 2.7 billion) ([footnoteRef:75]). [75: ()	Data provided by the EPPO.] 

Among the typologies identified in these active investigations, 2 105 offences (33.2% of the total) relate to non-procurement expenditure fraud, 591 (9.3%) to procurement expenditure fraud, 385 to PIF crime-focused criminal organisations (6%), 480 (7.6%) to non-VAT revenue fraud, 1 287 (20.3%) to VAT revenue fraud, 191 (3%) to corruption, 115 (1.8%) to misappropriation, 380 (6%) to money laundering, and 808 (12.7%) to inextricably linked offences ([footnoteRef:76]). [76: ()	Each case can lead to the investigation of more than one offence. See page 13 of the EPPO annual report 2024.] 

In respect of the EPPO’s investigations, it is important to note that the estimated financial damage may be that given at the outset and not the actual damage calculated at the outcome stage of investigations.
[bookmark: _Toc202011340][bookmark: _Toc203477677][bookmark: _Toc134557989]Revenue
This section presents data and information concerning fraud and irregularities related to revenue (VAT and traditional own resources). 
Revenue is the budgetary area most exposed to cross-border fraud. By the end of 2024, the EPPO had 767 active investigations with a cross-border component. Of these, 573 (74% of the total) are linked to revenue (416 to VAT fraud, 86 to non-VAT fraud and 71 linked to both). The total estimated damage of this investigations is EUR 13.6 billion, 87% of the total estimate damage linked to cross-border fraud ([footnoteRef:77]).  [77: ()	Commission’s calculations on data provided by the EPPO.] 

[bookmark: _Toc202011341][bookmark: _Toc203477678]Revenue – VAT
In 2024, the Commission estimated the VAT compliance gap for 2022 at EUR 89.3 billion, representing 7.0% of the VAT total tax liability. The VAT compliance gap measures the difference between the VAT revenue that would be collected in the case of full compliance and the actual revenue collected ([footnoteRef:78]).  [78: ()	European Commission, VAT gap in the EU – 2024 report.] 

Based on this data, the gap is closing: in 2018 it was estimated at EUR 121.2 billion, representing 11.2% of the VAT total tax liability.
The reader should note that only a part of this estimated gap is due to VAT fraud (see Snapshot 4), evasion and avoidance. Other factors include corporate insolvency and bankruptcy and administrative errors. In terms of the EU’s financial interests at stake, only a small share (0.3%) of the VAT-related financial amounts belongs to the EU budget ([footnoteRef:79]). Based on the estimated VAT gap data this would be about EUR 270 million in 2022. [79: () 	For the period 2021-2027, a uniform call rate of 0.3% is being applied on each Member State’s VAT base.] 

Snapshot 4: Investigations by the EPPO into VAT-revenue fraud
For 2024, the EPPO reported that it had 488 VAT-related active investigations, involving estimated financial damage of EUR 13.15 billion. This represented almost 53% of the total estimated financial damage involved in the EPPO’s 2 666 active investigations).
As indicated, this would equate to about EUR 40 million when viewed in terms of the amount owed to the EU budget. The remainder is owed to the national budgets of the Member States.
The fraudulent practices employed include carousel fraud, fraudulent reduction of profit margin taxation, cross-invoicing with artificial VAT credits, e-commerce fraud, use of ‘paper-mill’ companies (issuing false invoices for non-existing services) and abuse of customs VAT deferment.
[bookmark: _Revenue_–_traditional][bookmark: _Toc202011342][bookmark: _Toc203477679]Revenue – traditional own resources ([footnoteRef:80]) [80: () 	For a detailed analysis of irregularities reported by the Member States in relation to TOR, see the ‘Statistical evaluation of irregularities reported for own resources, natural resources, cohesion policy, pre-accession assistance and direct expenditure in 2024’ accompanying this report, Section 2.] 

In 2024, the total number of irregularities related to traditional own resources (TOR) – both fraudulent and non-fraudulent – reached 5 000 cases, an increase of 2% compared to the five-year average of 4 904 cases. However, the total estimated and established amount of TOR of EUR 489.5 million decreased by nearly 14% compared to its five-year average. In 2024, the average amount per case was EUR 97 903 compared to the five-year average of EUR 116 254.
In 2024, 10.7% of all detected cases of irregularities were classified as fraudulent. Compared to the 2020-2024 period, fraudulent irregularities went up by 6.6% to 537 cases, while the number of non-fraudulent irregularities increased only by 1.4% to 4 463 cases in 2024. Despite this, the estimated and established amount of TOR decreased by almost 28% for fraudulent cases to EUR 84 million and by 11% for non-fraudulent cases to EUR 405 million.
In fraudulent cases, ‘incorrect value’ became the primary modus operandi, with 279 cases involving EUR 15.5 million. However, smuggling and incorrect origin or country of dispatch continue to involve larger amounts of TOR (67 cases totalling EUR 31.4 million and 69 cases totalling EUR 18 million). For non-fraudulent cases, the most common violation is the ‘incorrect classification/misdescription’ of goods, both in terms of the number of cases (1 629) and the TOR amounts involved (EUR 124 million). Vehicles (electric bikes and cars) became the most affected goods in terms of value, while textile and footwear remained the most affected goods in terms of number of cases. Certain products such as tobacco (cigarettes) or olive oil saw notable increases in 2024. China, the United States and Türkiye ranked as the top three countries of origin of goods affected by irregularities.
Figure 6: Irregularities detected and reported in traditional own resources and detection by type of control
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Snapshot 5: Detecting fraud and irregularities in traditional own resources
‘Release for free circulation’ remains the most affected customs procedure with 4 054 cases involving an overall estimated and established amount of EUR 349.5 million. This represents 81% of all cases and 71% of the amounts reported for 2024, regardless of whether they were fraudulent or non-fraudulent. In 2024, the registered TOR amounts went up for fraudulent cases of ‘transit’ and ‘inward processing’. For non-fraudulent cases, the second most affected customs procedure in terms of TOR amounts was ‘inward processing’ followed by ‘customs warehousing’.
In 2024, post-release controls (48% of cases and 21% of amounts) together with inspections by anti-fraud services (30% of cases and 63% of amounts) played a crucial role in detecting fraudulent cases. Non-fraudulent irregularities were primarily detected through post-release controls (46% of cases and amounts), although other methods of detection such as release controls and tax audit were also effective.
In 2024, 11 Member States reported 65 cases of smuggled cigarettes accounting for EUR 32 million of the estimated amount of TOR involved. As in 2023, Lithuania reported the highest number of cases (19), and Belgium reported the highest amount of TOR (EUR 25 million in total). Compared to 2023, 9 Member States continued to report cigarette smuggling cases exceeding EUR 10 000 in TOR ([footnoteRef:81]) whereas other Member States have newly appeared in the statistics ([footnoteRef:82]). Meanwhile, certain Member States (e.g. Spain) have disappeared from the statistics, suggesting a potential shift in fraudulent activities or cigarette smuggling routes. [81: ()	Belgium, Bulgaria, Estonia, Greece, France, Croatia, Lithuania, Poland and Romania.]  [82: ()	Slovenia and Sweden.] 

Snapshot 6: Joint Customs Operations
Joint customs operations (JCOs) are targeted actions of a limited duration aimed at combating fraud and the smuggling of sensitive goods in specific areas at risk and/or on identified trade routes. In 2024, 7 JCOs were co-organised or supported by OLAF covering a broad spectrum of targets such as counterfeit medicines, illicit alcohol and illicit trade among others ([footnoteRef:83]). [83: () 	See OLAF’s 2024 Annual Report. ] 


Snapshot 7: Recovery rates in traditional own resources
The recovery rate for fraudulent and non-fraudulent irregularities in TOR detected in 2024 was very positive, at 80% (up from 77% in 2023). For non-fraudulent cases, the results were very similar to 2023, resulting in a recovery rate of 85%. For fraudulent cases, the recovery rate of 39% shows a significant increase on the previous year. The lower recovery rate for fraudulent cases is linked to their higher complexity.
The historical recovery rate stands at 84% (70% for fraudulent cases and 90% for non-fraudulent cases). Recovery is a constantly ongoing process with amounts potentially growing over time as EU, national and other administrative appeal processes are finalised and final decisions made. 
[bookmark: _Expenditure][bookmark: _Toc202011343][bookmark: _Toc203477680]Expenditure
This section covers the areas of shared, indirect and direct management expenditure. The first two categories are based on the analysis of fraudulent and non-fraudulent irregularities reported via IMS and the latter on data extracted from the Commission’s ABAC accounting system. In relation to the Recovery and Resilience Facility (RRF) for which no mandatory reporting is foreseen in IMS, data concern investigations by OLAF and the EPPO.
A total of 124 active EPPO investigations have a cross-border dimension (7% of the total active investigations in expenditure). Their estimated financial damage stands at EUR 994.1 million (about 10.6% of the total estimated financial damage linked to active investigations into spending programmes). ([footnoteRef:84]) [84: ()	Commission’s calculations on data provided by the EPPO.] 

Snapshot 8: Preventive and corrective measures resulting from the controls of the Commission and of the Member States in 2024
In 2024, as a result of checks by the Commission and the Member States, and investigations by OLAF, preventive and corrective measures ([footnoteRef:85]) worth EUR 2.66 billion were implemented to protect the EU budget, representing 0.82% of relevant expenditure ([footnoteRef:86]). 79% of these amounts (EUR 2.09 billion) come under the budget headings ‘Cohesion, resilience and values’ and ‘Natural resources and environment’ ([footnoteRef:87]). [85: ()	Corrective measures are financial corrections and recoveries. Preventive measures are interruptions and suspensions of payments.]  [86: ()	These corrective and preventive measures were implemented in 2024 but may refer to expenditure that occurred in previous years. ]  [87: ()	See Vol. III, Annex 5, Section 5.4, Table G, of the Commission’s annual management and performance report 2024.] 

[bookmark: _Agriculture_(_)][bookmark: _Toc134557991][bookmark: _Toc202011344][bookmark: _Toc203477681]Agriculture ([footnoteRef:88]) [88: () 	For a detailed analysis of irregularities reported by the Member States in relation to agriculture, see the ‘Statistical evaluation of irregularities reported for own resources, natural resources, cohesion policy, pre-accession assistance and direct expenditure in 2024’ accompanying this report, Section 3.] 

Between 2020 and 2024, Member States reported 1 618 fraudulent irregularities and 16 572 non-fraudulent irregularities relating to the agricultural policy, covering direct payments, rural development and market measures. Fraudulent irregularities in rural development rose due to reporting for the 2014-2020 programming period, though this reporting is still lower than during the corresponding years of implementation of the 2007-2013 programming period. Irregularities related to support to agriculture peaked in 2022, due to many inter-linked cases of limited financial impact in one Member State, later dropping back to the 2020 level, before rising again in 2024. 
The fraudulent irregularities involved a total financial amount of EUR 133 million. The EU funding granted to projects or operations affected by these irregularities was EUR 160 million, which means that 83% of the value of the related operations was irregular. 
Fraudulent irregularities detected often concerned falsification of the request for aid and documentary proof. For example, applicants for direct payments may use false lease agreements to request aid for plots of land they do not have the right to use. In rural development, beneficiaries may, for example, use false invoices, declare equipment as new when it is in fact second-hand, and manipulate bids in procurements. For market measures and rural development, infringements concerning the implementation of the action were also frequently reported.
Snapshot 9 – Measures affected by fraud in the common agricultural policy
In direct payments, about 75% of the fraudulent irregularities concerned just one type of ‘direct aid’ measure, mainly the single area payment scheme, while the rest concerned more than one measure. About 40% of fraudulent irregularities concerned agricultural practices beneficial to the climate and environment (alone or in combination with other ‘direct aid’ measures). About 13% of fraudulent irregularities concerned voluntary coupled support, and 10% concerned redistributive payments to small farmers or small farmer schemes, where, for example, artificial splitting of agricultural holdings may be used to obtain higher payments. In 2024, Member States reported the first detected fraudulent irregularities related to expenditure under national CAP strategic plans and nearly all of them were related to climate and environment schemes. 
For market measures, most fraudulent irregularities during the past ten years concerned (i) the wine-growing sector (mainly funding for investment, promotion in third countries and restructuring and conversion of vineyards); (ii) the fruit and vegetables sector (mainly aid to producer organisations for preliminary recognition, either as aid to investment or aid to formation and administrative operations or both); or (iii) promotion. 
Most fraudulent irregularities in rural development concerned reimbursement-based measures, in particular investments in agricultural holdings. Another significant share of fraudulent irregularities related to conditions-based payments, notably agri-environment payments and payments to farmers in areas facing natural or other constraints.
Detection rates for rural development were much higher than for support to agriculture. However, one part of support to agriculture, market measures, accounted for a detection rate that is similar to rural development and for the highest detection rate related to non-fraudulent irregularities. The detection of irregularities, especially fraud, was concentrated in a few Member States.
Figure 7: Reported irregularities in CAP by type of expenditure
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During 2020-2024, risk analysis only marginally contributed to detecting fraud in rural development and direct payments. For market measures it seemed to play a stronger role, but only if scrutiny activities were actually based on risk analysis. The share of fraud detections based on tips from informants and whistleblowers was also low, except for market measures, where it reached 12%. However, this figure may be volatile as it is based on very few cases. Just one fraud case (in direct payments to farmers) was detected following information published in the media.
[bookmark: _Toc134557992][bookmark: _Toc202011345][bookmark: _Toc203477682]Cohesion policy ([footnoteRef:89]) [89: () 	For a detailed analysis of irregularities reported by the Member States in relation to cohesion policy, see ‘Statistical evaluation of irregularities reported for own resources, natural resources, cohesion policy, pre-accession assistance and direct expenditure in 2024’ accompanying this report, Section 4.] 

Irregularities reported between 2020 and 2024 in relation to the cohesion and fisheries policies mainly concern three different programming periods: 2007-2013, 2014-2020 and 2021-2027.
The bulk of the fraudulent irregularities reported during the five-years period related in particular to the 2014-2020 programming period. Reporting related to the programming period 2021-2027 has just started. Fraudulent irregularities reported between 2020 and 2024 involve financial amounts worth about EUR 0.9 billion. The total EU funding granted to the projects or operations affected by these irregularities was about EUR 6.4 billion. This means that the irregular financial amounts involved in fraudulent irregularities accounted for about 14% of the value of the related operations ([footnoteRef:90]).  [90: ()	This means that there is fraud (or a suspicion of fraud), but this concerns just part of the operation/project, while the remaining part is considered legal and regular and funding is confirmed.] 

[bookmark: _Ref197704299]The number and financial amounts of the nonfraudulent irregularities reported from 2014 to 2024 (first 11 years) for the programming period 20142020 are much lower than those reported from 2007 to 2017 (first 11 years) for the programming period 2007-2013. The decrease concerns all funds ([footnoteRef:91]). The same situation occurs in relation to the number of irregularities reported as fraudulent, but the difference is much smaller and is decreasing. [91: () 	In the framework of the ‘structured dialogue’ mentioned in Section 2.3.4 a backlog of about one thousand irregularities has been identified in relation to Spain. Half of it has been absorbed by the end April 2025 and the second part is expected to be redressed by the end of the year.] 

Figure 8: Focus on the programming period 2014-2020 –irregularities reported by fund 
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With regard to fraud, the most frequent infringements concerned supporting documents (reported in 46% of the fraudulent cases for the programming period 2014-2020). Fraudulent infringements of contract provisions/rules often consisted in nonimplementation of the funded action. Infringements of public procurement rules were the most reported nonfraudulent irregularities (reported in 38% of the non-fraudulent irregularities related to the programming period 2014-2020), but they rarely led to a suspicion of fraud. This suggests that either fraud detection or the administrative capability of contracting authorities needs to improve. Most fraudulent infringements concerning ethics and integrity were related to conflict of interest ([footnoteRef:92]). [92: () 	See also Section 4.4.] 

[bookmark: _Toc105777775][bookmark: _Toc110444019]Snapshot 10 – Detecting fraud and irregularities in cohesion policy
During 2020-2024, risk analysis still only marginally contributed to detecting fraud, with civil society playing a larger role overall (including tips from informants, whistle-blowers and information published in the media). For nonfraudulent irregularities, neither risk analysis nor information from civil society played a noticeable role in detection.
The fraud detection rate ([footnoteRef:93]) for the programming period 2014-2020 is 0.22%, which is lower than that recorded for the programming period 2007-2013 (0.42%). The irregularity detection rate ([footnoteRef:94]) is 0.76%, which is much lower than the rate recorded for the programming period 2007 2013 (2.5%). Detection and reporting vary significantly between Member States; this is an issue which needs to be addressed. [93: () 	The fraud detection rate is calculated as the percentage of financial irregular amounts linked to fraudulent irregularities on the total payments. ]  [94: () 	The irregularity detection rate is calculated as the percentage of financial irregular amounts linked to non-fraudulent irregularities on the total payments.] 

[bookmark: _Other_budgetary_areas][bookmark: _Toc202011346][bookmark: _Toc203477683]Other budgetary areas ([footnoteRef:95]) [95: () 	For a detailed analysis of irregularities reported by the Member States in relation to pre-accession and direct management, see ‘Statistical evaluation of irregularities reported for own resources, natural resources, cohesion policy, pre-accession assistance and direct expenditure in 2024’ accompanying this report, Sections 5 and 6.] 

Several funds, implemented under shared management, support other internal policies. These include the Youth Employment Initiative (YEI) ([footnoteRef:96]), the Fund for European Aid to the Most Deprived (FEAD), the Internal Security Fund, the Just Transition Fund, and the Asylum, Migration and Integration Fund. Since 2016, Member States reported 340 irregularities (of which 35 as fraudulent, mostly related to YEI and FEAD), involving EUR 58.8 million in irregular amounts (of which EUR 8.4 million was linked to fraudulent irregularities, mostly related to FEAD). Of these, 42 irregularities were reported in 2024, for a total irregular amount of EUR 3.9 million. [96: () 	Under the multiannual financial framework 2021-2027, the initiative is part of the European Structural and Investment Funds.] 

Since 2007, the EU has used the Instrument for Pre-Accession Assistance (IPA) to provide financial and technical assistance to support reforms in the enlargement countries. Irregularities reported by the beneficiary countries between 2020 and 2024 in relation to pre-accession mainly involved funds distributed under the 2007-2013 Instrument for Pre-Accession Assistance I (IPA I) and the 2014-2020 IPA II. In 2024, 17 irregularities were reported as fraudulent, involving EUR 2.4 million. The number of reported non-fraudulent irregularities increased in 2024 to 316 (up from 242 in 2023), involving irregular financial amounts worth EUR 22.5 million.
On expenditure disbursed under direct management (non-RRF), in 2024 1 040 recovery items classified as irregularities were recorded in ABAC, for a total value of EUR 135.4 million. Of these, 63 were reported as fraudulent, amounting to EUR 62.4 million. About 90% of the irregularities identified as potentially fraudulent were detected following OLAF investigations. The highest number of recovery items qualified as fraudulent irregularities was related to the budget heading ‘Single market, innovation and digital’ (43 items), as well as the highest financial amounts (EUR 59.7 million).
[bookmark: _Toc202011347][bookmark: _Toc203477684]Recovery and Resilience Facility
In 2024, the Commission continued to support Member States in the process of amending their national recovery and resilience plans (RRPs). The Commission disbursed 41 payments to Member States for a total of EUR 85.3 billion (out of which EUR 29.4 billion in loans), bringing the total disbursements by the end of 2024 to EUR 306.1 billion, divided into EUR 197.5 billion in grants (55% of total EUR 359 billion RRF envelope) and EUR 108.7 billion in loans (37% of total EUR 291 billion RRF envelope).
From the start of the implementation of the RRF, the Commission took a dynamic approach to audit and control. Benefiting from the findings and recommendations from its own auditors, the Internal Audit Service, the European Court of Auditors, the Council and the European Parliament, the Commission continued to strengthen its audit and control framework for the RRF in the course of 2024. 
In total, by the end of May 2025, the Commission had performed 113 audits, covering 358 milestones and targets, with 395 audited entities, resulting in 565 findings.
By the end of 2023, the Commission had audited each Member State through at least one system audit on the protection of financial interests of the Union (PFIU). In 2024, the Commission carried out two additional system audits on PFIU ([footnoteRef:97]). In line with its revised audit strategy of December 2023, the Commission has developed a risk assessment methodology to be implemented on an annual basis to select Member States for further system audits on PFIU. [97: ()	Belgium and Lithuania.] 

Based on its ongoing audit work, the Commission observes a gradual overall improvement in the implementation of internal control systems across the audited implementing and coordinating bodies. In some cases, audit and control milestones have served as an additional incentive for timely follow-up on audit recommendations. As regards public procurement and State aid, the Commission continued to implement enhanced comprehensive checks ([footnoteRef:98]) in all types of audit work on the Member States’ internal control systems to verify how these systems ensure compliance with public procurement and State aid rules, including the effectiveness of such checks. [98: () In particular, the Commission uses comprehensive checklists on public procurement and State aid which were rolled out in April 2023 and approved in September 2023.] 

The Commission's services also further improved the anti-fraud governance at EU level for the RRF, namely through increased cooperation with OLAF and the EPPO.
Snapshot 11 – Cooperation between the Commission, OLAF and the EPPO to fight fraud and irregularities in the RRF
As of 27 May 2025, the Commission reported to OLAF 34 cases of potential irregularities identified during ex-post audits or from open sources in respect of RRF supported actions. OLAF informed the Commission of other 40 cases, making a total of 74 potential irregularities.
Since the start of the implementation of the RRF and up to 27 May 2025, the Commission received in total 75 notifications from the EPPO, of which 64 were active cases in court proceedings or on-going investigations ([footnoteRef:99]). 80% of the on-going cases notified by the EPPO to the Commission related to one measure in a single Member State. [99: ()	For investigations of the EPPO see also Section 4.1.2.] 

On 8 May 2025, following one of the OLAF recommendations, the Commission adopted its first implementing decision on the reduction of support by EUR 1.225 million for Slovakia in accordance with Articles 22(5) of the RRF Regulation and Article 19(1) and (2)(a) of the Financing Agreement pursuant to the framework for ‘Reductions and Recoveries under the Recovery and Resilience Facility’ ([footnoteRef:100]). [100: () C/2024/4618 Commission Notice – Guidance on recovery and resilience plans] 

These numbers demonstrate that national and EU level control systems are effective in detecting conflict of interest, fraud, or corruption.
[bookmark: _Organised_crime,_corruption][bookmark: _Toc134557994][bookmark: _Toc202011348][bookmark: _Toc203477685]Organised crime, corruption and conflicts of interest
Information on organised crime activity against the financial interests of the EU is available in the EPPO’s annual report. The EPPO indicated 385 investigated offences concerning PIF-focused criminal organisations in its active investigations up to the end of 2024 ([footnoteRef:101]).  [101: ()	Representing 6% of the offences investigated by the EPPO. See Section 4.1.2.] 

On corruption cases, the EPPO reported 191 investigated offences ([footnoteRef:102]) up to the end of 2024. From 2020 to 2024, 56 cases were reported to the Commission via IMS by seven countries. An analysis based on data from 2007 to 2023 suggests insufficient reporting ([footnoteRef:103]) of fraudulent irregularities related to corruption. Where reported, corruption mostly concerned public procurement (both simplified/restricted and open procedures), including cases involving managers or external experts. This confirms that public procurement is an activity at risk of fraud, so irregularities in this field should be investigated accordingly. About 20% of these cases of corruption followed checks started in response to tips from informants or information published in the media. [102: ()	Representing 3% of the offences investigated by the EPPO. See Section 4.1.2. ]  [103: ()	The analysis showed that reporting by the Member States on corruption is not entirely reliable, as several cases reported may not effectively relate to corruption.] 

Over the same period, 418 cases related to conflicts of interest were reported via IMS (92% referred to cohesion, 3% to agriculture and 3% to pre-accession) involving approximately EUR 159 million. 
[bookmark: _Toc134557995]

[bookmark: _Conclusions_and_recommendations][bookmark: _Toc202011349][bookmark: _Toc203477686]Conclusions and recommendations
The protection of the EU’s financial interests faces significant challenges in an increasingly complex and rapidly evolving landscape. Rapid developments in technology, financial systems, and global crime networks require the EU to adapt swiftly to emerging threats. 
On 16 July 2025, the Commission has adopted a Communication on a White Paper for the anti-fraud architecture review. This Communication launched a reflection process to review the overall EU anti-fraud architecture with a view to better address challenges and bridge existing gaps in the protection of the EU’s financial interests. This review process will also be an opportunity to improve and streamline cooperation between the various actors, drawing on the outcomes of relevant ongoing evaluations of the legal frameworks applicable to certain actors relevant to the anti-fraud architecture (e.g. Eurojust, Europol, OLAF and the EPPO).
The AFA review complements the preparatory work on the next multiannual financial framework (the MFF). The aim is to ensure that the next MFF can benefit from a strengthened and more efficient anti-fraud architecture to protect the EU’s financial interests by making the best possible use of resources (particularly as regards the complementarity and coordination of the functions and activities of all relevant actors).
At national level also, reinforced frameworks are essential for the effective implementation of EU anti-fraud measures. The complexity of transnational investigations, particularly in tracking financial flows, underscores the importance of a strong cooperation between the EU and national actors in the anti-fraud architecture. 
To this end and without prejudice to the future review of the AFA, based on the analysis and findings presented in this PIF report, the Commission has identified some areas, highlighted in the next paragraphs, where Member States’ action can help addressing identified weaknesses and exploit concrete opportunities to strengthen the protection of the EU’s financial interests.
[bookmark: _Toc203477687]Improved reporting and more effective communication channels
The exchange of timely, accurate and complete information between the different components of the EU’s anti-fraud architecture is key. The reporting and follow-up of cases of irregularities and suspected fraud remains an area where more improvements are needed. 
Recommendation 1: Closing the reporting gap in relation to suspected fraud and irregularities
Member States are reminded of the need to report all irregularities and suspect fraud to the Commission in a timely and complete manner in accordance with the obligations set down in sectoral regulations. This will provide for a more complete dataset at EU level facilitating better trend analysis and more timely prevention and investigation interventions.
This is also the area where synergies between administrative and judicial bodies can lead to the optimisation of the twin objectives of prosecuting fraudsters and protecting the EU budget, recovering the sums unduly paid. More effective channels of communication need to be put in place so that the various parts of the EU AFA can seamlessly exchange the necessary information and data.
Recommendation 2: Establishing more effective communication channels
Better coordination between national authorities, OLAF and the EPPO is also necessary to ensure that cases investigated by EU bodies are duly reported at the earliest possible moment in compliance with the relevant EU sectoral legislation.
National authorities must correctly identify and address existing loopholes in the information flow in relation to suspected fraud, the moment they are first reported, and even more so, when following-up on them both in judicial and administrative proceedings at national level.
The Commission is committed to further developing and providing the necessary guidelines, IT tools and support. The Commission will also facilitate to the maximum extent possible the necessary coordination between the bodies involved.
[bookmark: _Toc202011351][bookmark: _Toc203477688]National anti-fraud strategies as a key element of the anti-fraud governance
The Commission has constantly pressed the case for the widespread adoption of national anti-fraud strategies to protect the EU’s financial interests. Those strategies can ensure that the various national actors involved take a common approach and can facilitate cooperation with the EU level. Their role appears even more pivotal with the progressive adoption of national plans (for instance the national recovery and resilience plans or the national agricultural plans) underpinning the spending of EU financial resources.
Recommendation 3: adoption of a national anti-fraud strategy
The Commission reiterates its recommendation that the Member States which have not yet adopted a NAFS should do so.
National anti-fraud networks have been developing in several Member States, often with the national AFCOS playing a key role. These networks provide the ideal structure for conducting nation-wide fraud risk assessment and consequently developing national strategies. 
The Commission supports and encourages this process.
[bookmark: _Toc202011352][bookmark: _Toc203477689]Use of innovative technologies
The rise in cybercrime and the use of AI by criminals pose unprecedented risks to the EU budget. The anti-fraud architecture must keep pace with these developments by developing cutting-edge tools and strategies. While the Commission implements the action plan accompanying its anti-fraud strategy, with a particular attention to the actions dedicated to digitalisation and the use of IT tools to fight fraud, it is also important that Member States continue to introduce and develop the use of innovative technologies in their control systems at a fast pace.
Recommendation 4: digitalisation as a pillar of the national anti-fraud strategy
The Commission reiterates its call to national authorities to embed the digitalisation of the fight against fraud in their national anti-fraud strategies, with the aim of:
a) assessing the level of threat posed to the EU budget by the rise in cybercrime and the use of AI and other innovative technologies, in particular by organised crime;
b) identifying their knowledge and skill gaps in relation to the deployment, development and use of innovative technologies to fight fraud more effectively;
c) identifying the actions needed to address such threats and vulnerabilities.
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